
44th PARLIAMENT, 1st SESSION

Standing Committee on Industry
and Technology

EVIDENCE

NUMBER 054
PUBLIC PART ONLY - PARTIE PUBLIQUE SEULEMENT

Monday, January 30, 2023

Chair: Mr. Joël Lightbound





1

Standing Committee on Industry and Technology

Monday, January 30, 2023

● (1535)

[Translation]
The Chair (Mr. Joël Lightbound (Louis-Hébert, Lib.)): I call

this meeting to order.

Good afternoon, everyone, and happy Monday.

Welcome to meeting No. 54 of the House of Commons Standing
Committee on Industry and Technology.

Pursuant to Standing Order 108(2) and the motion adopted by the
committee on Monday, December 12, 2022, the committee is meet‐
ing today to study a contract awarded to Sinclair Technologies.

Today's meeting is taking place in a hybrid format, pursuant to
the House order of June 23, 2022.

During the first hour, we have the pleasure of welcoming the
Honourable Marco Mendicino, Minister of Public Safety, whom I
thank for joining us.

We are also welcoming two officials from the Royal Canadian
Mounted Police: Bryan Larkin, Deputy Commissioner, Specialized
Policing Services; and Samantha Hazen, Chief Financial Officer.

I thank all three of you for being with us.

Without further ado, Minister Mendicino, I give you the floor for
five minutes.

Hon. Marco Mendicino (Minister of Public Safety): Thank
you very much, Mr. Chair. I am very happy to see you.

I also hope that all the committee members spent some quality
time with their families and loved ones over the winter holidays.
[English]

Colleagues, it is a pleasure and a privilege to come before you
today to say a few words and answer your questions about the na‐
ture of this study regarding certain questions around equipment that
was procured by the RCMP vis-à-vis Sinclair Technologies.

At the very outset, I would like to state a few things up front.

First, national security and protecting Canadians are my top pri‐
orities. Our eyes are wide open when it comes to foreign threats,
which is why we have rigorous screening procedures in place when
we procure equipment and services to support our public safety
agencies.

Second, the RCMP has conducted a review of the procurement,
installation and maintenance of equipment in this matter and con‐

cluded that, at all times, they followed the applicable policies and
protocols.

Third, the RCMP further assessed there were no breaches of se‐
curity as a result of the equipment in question, and that the risks, at
the time of procurement, were—and remain—low.

[Translation]

Fourth, the RCMP has suspended the use of the standing offer,
and all other contracting and transactions with Sinclair Technolo‐
gies and Norsat International until further notice.

[English]

Fifth, and finally, I have instructed all agencies within my portfo‐
lio to apply national security screening protocols to all procurement
contracts with the strictest of diligence, so as to ensure the ongoing
integrity and protection of all public safety-related critical infras‐
tructure.

I will now highlight a few key facts to inform your study.

The current standing offer completed by Public Services and
Procurement Canada—I will refer to them as PSPC—for radio-fre‐
quency filtering equipment was issued to Sinclair Technologies In‐
corporated on October 6, 2021, for a period of three years, until
March 31, 2024. There are two one-year option periods to extend
the use of the standing offer until March 31, 2026. The total value
of the standing offer is $549,637. To date, the RCMP has issued on‐
ly three call-ups against the standing offer, totalling $55,073.

Further, a separate standing offer for antennas was completed by
PSPC and used by the RCMP between December 2013 and Decem‐
ber 19, 2018. Under this standing offer, there were 11 call-ups, and
these were issued payments totalling $188,982 for antennas, radio
shelters and radio-frequency filtration equipment to Sinclair Tech‐
nologies.

In addition to the above standing offers, there were also 11 con‐
tracts for various antennas, radio shelters and radio-frequency fil‐
tration equipment totalling $234,606. Thus, for the RCMP, the total
call-ups and contracts with Norsat, operating as Sinclair Technolo‐
gies, are 25. They are valued at $478,661.
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In addition to these contracts, there were 144 low dollar-value
payments between the RCMP and Sinclair totalling $461,184 for
radio communications equipment, repair parts and other related
products.
[Translation]

Radio frequency filters allow radio users, including RCMP offi‐
cers, to communicate more clearly by preventing interference and
background noise.

The equipment procured by the RCMP under this standing offer
is basically unpowered assemblies of tin cans, metal rods and ca‐
bles that filter out unwanted signals and interference to help opti‐
mize radio performance.
● (1540)

[English]

Given these characteristics, I want to be clear that the equipment
in question does not have the technical capability to access RCMP
radio communications. Moreover, RCMP radio communications
are protected with end-to-end encryption, using the Canadian centre
for cybersecurity's encryption standard.

While the radio frequency filtration equipment procured from
Sinclair Technologies poses no security concerns given its specific
function, the use of the current standing offer was suspended on
December 9, 2022, and a stop-work order for undelivered goods
was issued as well, on the same date. Further reviews are being
conducted by the RCMP's independent audit unit.

Again, there is no reason to believe that Canada's national securi‐
ty was under threat at any time during this process. Regardless,
there is no shortage of real threats.
[Translation]

That is why we are continually striving to ensure the integrity of
our democracy and the protection of national security.

We are making investments to provide all the tools that law en‐
forcement and public safety officials need to protect Canadians and
our institutions, including the critical infrastructure that supports
the RCMP.

These efforts are ongoing and part of our broader goals to protect
national security.
[English]

Combatting foreign interference is a complex challenge, particu‐
larly in today's geopolitical environment. That is why we are at‐
tacking it from all angles, continually re-evaluating our approach,
making new investments in public safety tools and reinforcing our
already rigorous protocols to safeguard our national security.

Thank you.
[Translation]

The Chair: Thank you very much, Minister.
[English]

We'll now start the conversation with MP Perkins for six min‐
utes.

Mr. Rick Perkins (South Shore—St. Margarets, CPC): Thank
you, Mr. Chair.

Thank you, Minister, for being here.

Minister, under the Investment Canada Act, you and the Minister
of Innovation, Science and Industry are responsible, when an acqui‐
sition is proposed by a company, to examine whether or not it poses
a national security risk and to, if you believe it does, order a full
national security review. Is that correct?

Hon. Marco Mendicino: In fact, it is accurate. Both I and the
Minister of Innovation, Science and Industry work together in tan‐
dem, under the authorities granted under the Investment Canada
Act, to screen investments where foreign dollars and corporate enti‐
ties are at play to ensure that there are no national security risks that
may compromise our interests. We do work together. It is a two-
turnkey system.

Mr. Rick Perkins: That's great. Thank you.

You are aware that China's National People's Congress passed a
national intelligence law in 2017 to compel all Chinese nationals, at
home and abroad, to collaborate with agents of the Chinese state,
on request, to further Chinese state interests.

Specifically, article 7 says, “All organizations and citizens shall
support, assist, and cooperate with national intelligence agencies in
accordance with [the] law, and shall protect national intelligence”.
Article 10 goes on to say, “As necessary for their work, national in‐
telligence work institutions are to use the necessary means, tactics,
and channels to carry out intelligence...domestically and abroad.”

You are aware of that.

Hon. Marco Mendicino: Mr. Perkins, I want to thank you for
giving us an overview of some of the highlights around that law.

Yes, indeed, I am aware that such a law was passed by the Peo‐
ple's Republic of China, and that is precisely why we have put in
rigorous screening protocols to guard against those types of invest‐
ments and procurement—

Mr. Rick Perkins: Do you believe that state-owned enterprises
from authoritarian governments like China's can pose a national se‐
curity threat to Canada?

Hon. Marco Mendicino: I think we need to be ever vigilant
when it comes to the risks, the threat factors and the potential for‐
eign interference that may be posed by the PRC or, indeed, by other
hostile actors, which is why we continue to be “eyes wide open”,
which is why we make investments and which is why we intro‐
duced policies and protocols around the procurement of technolo‐
gies, equipment and services that come from abroad. That is pre‐
cisely what the RCMP did in this case.
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Mr. Rick Perkins: Would that include Chinese scientists doing
research at Canadian universities, as they have been for the last
decade? Military scientists doing research at Canadian universities
in sensitive areas such as AI, where they get access and help devel‐
op it and take it home to their state government in China—is that a
threat to national security?
● (1545)

Hon. Marco Mendicino: You raise a very important point, Mr.
Perkins. That is why, among other things, we introduced guidelines
around research partnerships that involve foreign individuals and
foreign entities in the research and academic sector. Those are
guidelines that are rigorously applied.

We are deploying those strategies, along with other measures, not
only to protect the academic and research sector in Canada, which
is a driver of innovation, growth, prosperity and new ideas, but
equally, with other tools as well, to guard against the risks that are
posed by potential hostile actors so that we can be sure we are
growing in a prosperous way but protecting all of our institutions at
the same time.

Mr. Rick Perkins: I appreciate that, but it appears that you're al‐
lowing it to happen since there are hundreds and hundreds of re‐
search papers published in the last couple of years by the Commu‐
nist Party's military commission—

Mr. Han Dong (Don Valley North, Lib.): I have a point of or‐
der, Chair.

I hate to do this to Mr. Perkins, but I just took a look at the mo‐
tion itself. It reads, “That the Committee, pursuant to Standing Or‐
der 108(2), undertake a study concerning the contract awarded to
Sinclair Technologies,” and so on and so forth.

It seems to me that the focus of this study is on the contract,
which was reported to be problematic in the media. I'm just won‐
dering about the relevancy of those questions to the minister are to
the study today.

Mr. Rick Perkins: I'll tell you the relevance—
The Chair: Thank you, Mr. Dong.
Mr. Rick Perkins: It's a pattern that I'm trying to establish here.
The Chair: I hear the point of order.

I'll ask Mr. Perkins to be reminded of the text of the motion and
pursue his six minutes, which is the time he has left.

Mr. Rick Perkins: I'll come back to that.

Perhaps you might want to answer the question anyway about the
threat of hundreds of projects now going on with the Government
of China military researchers at our universities.

When Norsat was acquired by Hytera in 2017, the then Minister
of Industry, on behalf of the Government of Canada, obviously, and
the cabinet, as the act requires, sent a letter to Norsat and Hytera
saying that they didn't believe buying this telecommunications
company posed a national security threat. They didn't do a study of
this company, which the RCMP and the Canada Border Services
hired to supply them with equipment.

I know that you were not the minister then, but you were part of
the cabinet that chose not to do a security review of a state-owned

Chinese enterprise buying a critical telecommunications business.
Could you explain to this committee why?

Hon. Marco Mendicino: I'm sorry. What year did you say that
was?

Mr. Rick Perkins: It was in 2017.

Hon. Marco Mendicino: I was not yet in cabinet, but that is
quite irrelevant to the point.

It is more important for you to understand, and for the members
of this committee to understand, that in every procurement, for ev‐
ery piece of equipment, service and technology, there are rigorous
screening protocols put in place to guard against potential foreign
interference.

I want to assure you that, in this case, the RCMP followed the
due process that was required in the acquisition or—I beg your par‐
don—in the eventual contracting of certain equipment that involves
radio technology, antenna technology and filters, prior to carrying
out those call-ups I described in my opening remarks—

Mr. Rick Perkins: I appreciate that, Minister, but do you not
find it troubling that two of our most important security agencies
for protecting Canadians in this country, the RCMP and the Canada
Border Services Agency—both of which you are responsible for—
have chosen to buy technology and hardware from a company that
is ultimately owned by the Chinese government?

You've now said you're going to put out a directive, but does that
mean that, in the future, you won't be dealing with Sinclair, Hytera
or Norsat? Will you be dealing with them in the future?

Hon. Marco Mendicino: I have two answers in response to your
question.

In the first case, the RCMP assiduously applied the applicable
policies and protocols in the case of the procurement involving ra‐
dio technology, filtration and the like from Sinclair. That is an as‐
surance that I provide to you and to all members of this committee.

Second, going forward, I have instructed my portfolio to apply,
with the strictest of standards, all protocols as they relate to national
security so that we can be sure, as we purchase equipment, technol‐
ogy and services, it is done in a way that preserves and protects the
integrity of our public-safety-related critical infrastructure.

● (1550)

Mr. Rick Perkins: Hytera and its subsidiaries will be banned in
the future. Is that what you're saying?

Hon. Marco Mendicino: We will continue to apply those proto‐
cols with the strictest standards of rigour.

The Chair: Thank you, Minister and Mr. Perkins.

We'll now turn to MP Dong for six minutes.
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Mr. Han Dong: Thank you, Chair. Through you, first of all, I
want to thank the minister and welcome him to this committee. Al‐
so, I'd like to welcome Deputy Commissioner Larkin and CFO
Hazen from the RCMP.

Thank you for joining us today.

Since this is the Standing Committee on Industry and Technolo‐
gy, I want to ask my first question to you, Minister. Can you de‐
scribe to the committee what type of product, technology or service
is involved in this contract that we're discussing. I know you briefly
touched on it in the French part of your opening remarks, but can
you give a bit more detail on what kind of product was purchased
for the RCMP?

Hon. Marco Mendicino: Thank you very much for the question.

I'm happy to highlight, in English for you, that the type of tech‐
nology and equipment that was acquired and procured under the
standing offer over the last number of years was in relation to our
radio systems. The purpose of the technology is to help to reduce
interference. The equipment itself is made up of tin and metal rods
and cable. I will defer to my colleagues from the RCMP to explain
how it is that those materials are able to reduce interference.

I also want to take a moment to underscore for you and for all
members of this committee—because I know the question has been
posed—that there was no way for this particular equipment to in
any way interfere or make its way into the radio communications
between RCMP members and various dispatch units. That is also
protected by the standard, the two-way encryption standard, which
is set by the Communications Security Establishment. That is one
of the reasons the RCMP has assessed—and we are confident—that
there was no breach of security in this process.

Mr. Han Dong: I'll go over to the deputy commissioner to ask
for a bit more detail.

Does it have a computer chip, a wire? Is it electronically con‐
nected in some way or somehow? Please explain it to us.

Deputy Commissioner Bryan Larkin (Deputy Commissioner,
Specialized Policing Services, Royal Canadian Mounted Po‐
lice): Through you, Mr. Chair, the equipment that is designed, man‐
ufactured and purchased from Sinclair Technologies, located in Au‐
rora, Ontario, as described, is essentially made of a tin can that has
a series of rods and some coaxial cables. It is designed to optimize
our telecommunications and encrypted radio system—our push
two-way talk system.

It essentially maximizes the frontline members who are using the
radio system. It filters out other frequencies, so that the main fre‐
quency of the RCMP channel is not interfered with and there's no
actual impact on our operations.

It is installed by RCMP radio technicians. It's installed on our
towers and/or towers across our nation, coast to coast to coast.
Again, it is a device, a piece of equipment, that has no access to any
RCMP system. It's essentially a device that filters out other sys‐
tems. It's commonly used in communication and broadcast equip‐
ment and no different from the towers that we use.

Again, there is no computer encryption within it. There are no
systems within it. There is no manipulation within it. We actually
control that piece of equipment.

Mr. Han Dong: Did the contract awarded to Sinclair Technolo‐
gies give them any access to sensitive technology or information
that could threaten Canada's national security?

D/Commr Bryan Larkin: There is no access to any technology
or any of our systems. Occasionally, from time to time, there may
have been a requirement for an employee from Sinclair to attend to
assist with installation or some process. Anybody who would ac‐
cess any of our sites or locations would go through our departmen‐
tal security branch and all the security clearance, which is required.

However, generally speaking, these devices are procured and in‐
stalled by RCMP technicians. They are evergreen. There is a cycle;
they have a life cycle. We would be responsible for their replace‐
ment on our radio towers across our nation.

● (1555)

Mr. Han Dong: Thank you.

Going back to the minister, does the government have any kind
of security assessment screening for companies that apply to get
these types of contracts? If so, what does the security screening en‐
tail?

Hon. Marco Mendicino: We do, in fact. This is where my offi‐
cials and the agencies within my portfolio work very closely with
PSPC to apply a rigorous standard of security screening. That is
something I have taken as an opportunity to reiterate, not only to
the RCMP but to all of the agencies within my portfolio, to assure
that we are raising the bar when it comes to potential threats from
foreign interference. That's to make sure we are holding ourselves
to the highest standards when it comes to procurement, especially
as it relates to the critical infrastructure that is there to support pub‐
lic safety agencies, be it the RCMP or other agencies within my
portfolio.

By doing so, we are maintaining the confidence of Canadians
that our institutions, which are there to protect our public safety and
our national security, are free from any foreign interference.

[Translation]
The Chair: Thank you very much, Minister and Mr. Dong.

Mr. Lemire, go ahead for six minutes.
Mr. Sébastien Lemire (Abitibi—Témiscamingue, BQ): Thank

you, Mr. Chair.

Mr. Mendicino, thank you for your efforts in French. I appreciate
it because I know you do it with great interest.

I'd like to get back to the exchange you had with Mr. Dong. Sin‐
clair Technologies will encrypt the data that is transmitted by these
devices. However, what would prevent the company from having a
sensor, decrypting this data, recording the conversations and trans‐
mitting them later?

Hon. Marco Mendicino: Thank you for acknowledging my big
efforts in French.
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To answer your question, I have already explained that the tech‐
nology that was acquired in this case does not allow for interfer‐
ence with our critical infrastructure owing to its limitations. In ad‐
dition, the standards set by the Communications Security Establish‐
ment for the RCMP are very high.

After the RCMP review, which was conducted with great care, as
this is an important issue for protecting all of our institutions in‐
volved in public safety, I am satisfied that there are no issues with
this contract.

Mr. Sébastien Lemire: Since the person doing the encryption of
the data can also decrypt it, are you entirely certain that conversa‐
tions cannot be recorded?

I can well imagine that a walkie-talkie with a tape recorder can
be used to record a message and transmit it anywhere, including to
China.

Hon. Marco Mendicino: That would not be possible in the con‐
text of this contract. I'm not concerned about that, because a review
has been conducted and managed by the RCMP. However, my col‐
league, Deputy Commissioner Larkin, may wish to add a few
words about that.

D/Commr Bryan Larkin: Thank you, Minister.

[English]

The radio filtration system does not transmit communications.
It's designed to filter out any interference. When frequencies are
crossing over each other, it's designed to optimize the frequency
that the front line or the operations of the RCMP are using.

What I can tell you, though, is that as a result of the information
that came to light there are two reviews happening. There's a due
diligence review, which is being done by our independent internal
audit unit, and a technical review.

We have taken a Sinclair radio filtration device, which is a piece
of equipment, off a radio tower in Ontario. Our team has decon‐
structed it to look at any opportunities, whether it was compro‐
mised and whether there were any sorts of devices. I can report
back and say absolutely not. The device was the equipment that
would be designed for use in a filtration system.

We're also doing other random spot audits across the country.
The next one will be in British Columbia, and we can come back to
the committee with that information in writing at a later time as we
progress across the nation.

That was the technical review, but it is simply.... The easiest way
to explain it is that there is no communication that goes through the
radio filtration system. It's designed to push out other frequencies.
The system that we use for radio communication is two-way, push-
to-talk. It's totally encrypted and totally managed by our RCMP ra‐
dio systems. As well, it meets the standards of the Canadian cyber‐
security establishment, so we're confident in the technology that we
are using to ensure national security for our organization.
● (1600)

[Translation]
Mr. Sébastien Lemire: Thank you.

Mr. Mendicino, a few weeks ago, the Federal Court of Australia
ruled in favour of Motorola Solutions on its copyright and patent
infringement claim against Hytera Communications Corporation
Limited, following similar rulings in the United States and Ger‐
many.

Many countries do business with Hytera and are approached by
Motorola Solutions representatives. Hytera is currently in over
80 countries around the world. In 2020, a ruling was handed down
against the company in connection with the payment of royalties on
Hytera's sales of digital mobile radio products. Since then, Motoro‐
la Solutions has been pursuing all possible avenues to enforce this
ruling outside the U.S.

Have you had any discussions with Motorola Solutions, either
before or after the suspension of the contract with Hytera?

Hon. Marco Mendicino: I am not aware of this Australian rul‐
ing, but I can say that we in the federal government will always ap‐
ply all the protocols and take all the steps we need to protect the
institutions involved in public safety. That's what I explained in my
opening remarks.

However, if—
Mr. Sébastien Lemire: I have to interrupt you because I don't

have much time left.

What I want to know is whether you have had any discussions
with Motorola.

Hon. Marco Mendicino: We stay in touch with industry, but
each case is assessed on its own merits. That's our approach. The
measures and protocols are there to protect our institutions. I am
confident that our approach is the right one.

Mr. Sébastien Lemire: So the answer is yes.
Hon. Marco Mendicino: The process in place allows us to stay

in touch with industry representatives who are seeking contracts.
The Chair: Thank you very much.

Mr. MacGregor, go ahead.
[English]

Mr. Alistair MacGregor (Cowichan—Malahat—Langford,
NDP): Thank you very much, Mr. Chair.

Minister, it's good to see you again, which is usually at public
safety, but we'll do it here at the industry committee.

You mentioned that this contract is currently suspended. Is there
a chance it will be reinstated if your review finds nothing wrong?
What avenue is open to the company now?

Hon. Marco Mendicino: The first thing I want to clarify is that
not only has the RCMP suspended, but there is a suspension of all
contracts across my portfolio—

Mr. Alistair MacGregor: I'm looking at the future.
Hon. Marco Mendicino: With regard to the future, I will say the

RCMP and all of the agencies in my portfolio are continuing to
evaluate very carefully any threats, any risks, that may apply.

When we have more to say about that, Mr. MacGregor, we will
be sure to let you and others know.
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Mr. Alistair MacGregor: I appreciate that.

Reviews are important. I think governments sometimes use re‐
views to place a necessary pause on things. Sometimes they can
take a while, though, and there are necessary public questions about
government action or inaction given how much time they may take.
We look at the time that was required to make a decision on
Huawei. There was quite a long review on that before your govern‐
ment finally made a decision. We've had other ones.

I guess what I want to know, Minister, is that you have ordered
all departments under the realm of public safety to commit to a re‐
view of their procurement practices. Am I quoting you correctly
there?
● (1605)

Hon. Marco Mendicino: Yes, but I would just like to clarify the
premise of your question, if I can.

Mr. Alistair MacGregor: I just want to have a chance to ask my
question.

Hon. Marco Mendicino: Sure.
Mr. Alistair MacGregor: Am I quoting you right? You've asked

for that review of procurement across the board.
Hon. Marco Mendicino: I have, and I've asked all of the agen‐

cies within my portfolio to apply the strictest of standards and
rigour when it comes to national security screening around procure‐
ment.

Mr. Alistair MacGregor: I'm happy to hear that.

I guess what I want to know is this: Before you asked for this re‐
view, what was the standard? What we want to know is whether
this review would have come with this particular company in ques‐
tion. Would this have been caught if there had not been a public
outcry?

Hon. Marco Mendicino: First, I want to assure you and the pub‐
lic that the standards are already extremely high and robust. The
proof of that is not only in the results of this case—and I have con‐
fidence in the assessment that has been done by the RCMP that
there were no risks posed in the circumstances of this contract and
the procurement and the services that were obtained as a result—
but beyond that, we are deploying an array of tools every day, 24-7.

As you know, Mr. MacGregor, from your work on the public
safety file, we have to be ever-vigilant about this. We are constantly
reassessing and re-evaluating whether or not there are new threat
factors that may be posed by hostile actors, which is why in this
particular matter and in all matters we will apply a very strict stan‐
dard. That is precisely the instructions I have issued to the agencies
within this portfolio.

Mr. Alistair MacGregor: Thank you.

Deputy Commissioner Larkin, it's good to see you again. Thank
you for confirming that the RCMP did in fact find no security
breaches.

I believe the contract required building the system, but also
maintaining it. I want to focus on the maintenance part of it.

I understand this equipment does not have access to your end-to-
end encryption and that the communication technology is secure.

What kind of protocol does the RCMP have in place when an em‐
ployee of this company, which is now under investigation, is on site
maintaining this equipment? They are going to be in the vicinity of
some pretty sensitive technology. What kinds of standards are in
place to ensure that security is maintained in the future during the
maintenance of the equipment?

D/Commr Bryan Larkin: Through you, Mr. Chair, all employ‐
ees are, again, mandatorily screened by our departmental security
branch, and they would be escorted, so they have no independence
or opportunities. Our radio service technicians escort them to do the
work, and then review the work. There may be some troubleshoot‐
ing, etc.

Again, that's something we consistently monitor. There's no inde‐
pendent access to any of our radio sites—to any of our facilities, in
fact—and there's stringency in our background security checks.

Mr. Alistair MacGregor: Thank you.

I'm sorry to cut you off, but I want to get one last policy-related
question to the minister.

Minister, your government has introduced Bill C-26, which is a
wide-reaching bill in terms of the powers it will give the executive
branch. We know the United States has taken similar steps. Bill
C-26 requires designated operators to establish and implement se‐
curity programs and mitigate supply chain and third party risks.
That's the legislative fix.

However, in absence of that bill—because, of course, it has not
yet passed Parliament—where are the gaps we need to be focusing
on? Is this your government's answer to closing those gaps?

Hon. Marco Mendicino: In addition to Bill C-26—and you've
given some highlights of it—we will work with industry and regu‐
lators to protect our critical infrastructure in a number of priority
areas, including telecommunications. As you may recall, part 1 of
Bill C-26 seeks to add, expressly, the objective of ensuring the se‐
curity of our telecommunications sector. Beyond that, we have the
protocols and policies that govern procurement, which we do in
partnership with PSPC.

We also have the authorities granted to the service under the
CSIS Act, which include the threat reduction measures this govern‐
ment introduced in 2019, but with the corresponding transparency
and accountability, as granted by both NSIRA and NSICOP. There
are reviews coming up for that legislation.

Mr. MacGregor, I hope that is something you and I will be able
to work on, along with other parliamentarians.
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We are making additional investments right across the national
security and public safety apparatus so that Canadians can be as‐
sured we will be vigilant 24-7 in protecting our critical infrastruc‐
ture and institutions, so we can keep them safe and preserve the
Canadian interest, both here and abroad.
● (1610)

[Translation]
The Chair: Thank you very much. That's all the time you had.

I now give the floor to Mr. Vis for five minutes.
[English]

Mr. Brad Vis (Mission—Matsqui—Fraser Canyon, CPC):
Thank you, Mr. Chair.

Thank you to the witnesses appearing today.

Minister, your government has stated—and you stated it again
today—that these contracts were not subject to a national security
review. The RCMP also publicly stated that the Hytera-Sinclair sys‐
tem in question was “not a security risk” and you reiterated that
point today. Then, we hear today that you instructed the RCMP to
conduct a review of the procurement practice that led to the con‐
tract being awarded. The contract was immediately suspended after
this came to light in the media in December.

Why was the contract suspended if there was no risk to national
security and all the protocols—from what we've heard today—were
followed?

Hon. Marco Mendicino: Let me pick up on the last point you
made.

I wish to underscore that the protocols and procedures were fol‐
lowed by the RCMP in this case. That should be a source of assur‐
ance. As to the conclusions of the RCMP's review, there were no
risks with regard to the equipment and services procured in this
matter.

That being said—and as I said to Mr. MacGregor earlier—it is
important that we remain vigilant, and vigilance demands that we
constantly—

Mr. Brad Vis: Thank you, Minister.
Hon. Marco Mendicino: —reassess the situation in order to be

sure we are protecting our critical infrastructure from potential for‐
eign interference.

Mr. Brad Vis: Thank you.

I'm going to ask another question.

You and the Prime Minister challenged the independent decision-
making of the public service in December with respect to the
awarding of this contract with the RCMP. Do you think the public
service got it wrong when they gave Sinclair Technologies this con‐
tract?

Hon. Marco Mendicino: I believe the RCMP followed the pro‐
tocols and procedures that are in place.

I also want to assure you that, in light of this study.... By the way,
the government embraces the work of this committee. We think it's
important to shine a light, with transparency, on how we procure.

However, following that, I issued directions to my agencies to
make sure we are applying the strictest of standards and rigour to
these screening protocols. The work of continually reassessing po‐
tential threats is ongoing. It does not end.

Mr. Brad Vis: Thank you, Mr. Minister.

Hon. Marco Mendicino: We will continue to spare no effort to
protect our institutions.

Mr. Brad Vis: Through you, Mr. Chair, has the RCMP, with
your discussions with the minister, acknowledged whether they
were informed, or aware, of the U.S. Department of Justice's 21
charges for conspiracy to commit theft of trade secrets against the
company in question today, prior to the contract being awarded?

Hon. Marco Mendicino: I will pass to Deputy Commissioner
Larkin, but it is certainly a well-reported fact. I will pass to the
deputy commissioner to indicate exactly when the RCMP became
aware of it.

Mr. Brad Vis: Very briefly, Mr. Larkin. Were you aware of the
charges, yes or no?

Ms. Samantha Hazen (Chief Financial Officer, Royal Canadi‐
an Mounted Police, Royal Canadian Mounted Police): Whether
a supplier is ineligible to do business with the Government of
Canada is determined by PSPC through its integrity regime. In this
case, PSPC determined that there were no ethical concerns with
awarding Sinclair Technologies the standing offer.

Mr. Brad Vis: You were aware of the 21 charges against said
company when the contract was awarded.

Ms. Samantha Hazen: That's not what I said in my response.
We did—

Mr. Brad Vis: Can you answer my question then?

Ms. Samantha Hazen: I personally was not aware.

Mr. Brad Vis: Okay.

With my remaining time, Mr. Chair, I appreciate the candour to‐
day from all the witnesses in providing these responses. All of our
instincts here today are to get to the bottom of how contracts are
awarded to ensure the integrity of our system.

I'm going to move a motion. I move:
That all papers related to the contract awarded to Sinclair Technologies from the
RCMP and the Minister of Public Safety be provided to members of the Stand‐
ing Committee on Industry and Technology for further review and scrutiny.

I'll provide that via email right away. The purpose of asking for
papers related to the discussion here today and what the minister re‐
ferred to, which was his instructions to the RCMP, is that the In‐
vestment Canada Act is up for review by Parliament and it's inte‐
gral that this committee, and other committees, to get to the bottom
of how contracts are awarded, to ensure national security is upheld
at the highest standard at all times.

● (1615)

The Chair: We have a motion on the floor by Mr. Vis.
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I see Mr. Dong.
Mr. Han Dong: Thanks, Chair.

I respect Mr. Vis's right to move motions. Can we suspend the
meeting until we see the motion in writing, so we can talk amongst
ourselves?

The Chair: Mr. Vis, do you have the motion in writing? You just
sent it. Okay. The clerk will distribute it.

I suggest we suspend for three to four minutes, so you can read it
and make up your minds.
● (1615)

_____________________(Pause)_____________________

● (1620)

[Translation]
The Chair: We are resuming the meeting. I am sorry for the

brief interruption.

Mr. Vis proposed a motion to the committee, and I think every‐
one has had a chance to read it. It is relatively short.

Before we vote on this motion, I invite members who wish to
raise points to do so.

I note that no one wishes to speak, which is rare. We gladly ac‐
cept that, and 2023 is off to a great start.

Mr. Clerk, we will be able to proceed to a vote on the motion.
[English]

Mr. Andy Fillmore (Halifax, Lib.): Excuse me. Could you re‐
peat the question, please?

The Chair: Yes. We're voting on the motion, Mr. Fillmore.

(Motion agreed to: yeas 7; nays 4 [See Minutes of Proceedings])
● (1625)

[Translation]

The Chair: Thank you.

The motion is adopted.

Mr. Vis, I think you had reached the end of your time. I checked,
and you had five seconds left.

Minister, I believe you have to leave at 4:30 p.m. So that would
leave about five minutes for the committee to ask you questions.

Mr. Gaheer, you are next on the list and have the floor for five
minutes.
[English]

Mr. Iqwinder Gaheer (Mississauga—Malton, Lib.): Thank
you, Chair. Through you, thank you to the minister for making time
for this committee.

Minister, Sinclair Technologies was granted a contract for rough‐
ly $550,000 for a radio frequency filtering system. Does a radio fre‐
quency filtration system pose any security concerns and does it al‐
low access to radio communications at all?

Hon. Marco Mendicino: It did not pose any security concerns at
the time of procurement and, following the review that was con‐
ducted by the RCMP, that continues to be the case.

I would also just clarify. You stated a numerical amount around
the contract. It is important for members of the committee to under‐
stand the distinction between a contract and a standing offer against
which the total allowable monies are drawn down. In the particular
current standing offer, there were three instances where there was a
drawdown of an amount of approximately $55,000 or thereabouts.

I just want to make sure it's clear that the full contract amount
was not paid out, but rather, in those three installations under the
current standing offer, the amounts were limited to $55,000 or
thereabouts.

Mr. Iqwinder Gaheer: Thank you.

Can you share with the committee whether Canada's national se‐
curity was under threat at any time during the process of this con‐
tract?

Hon. Marco Mendicino: I'm confident, on the basis of the re‐
view that was conducted by the RCMP, that the answer to the ques‐
tion in this matter is no, but that having been said, I do embrace the
study.

I embrace the questions that have been posed by members of this
committee, because it is important that we are exhausting every
possible effort with due diligence and rigorous screening when it
comes to the procurement of equipment, of technology and of ser‐
vices that are acquired in support of our critical infrastructure and
that are there to make sure we can keep Canadians safe.

It is, I would add, a very complex geopolitical environment.
There are hostile actors who would seek to undermine the Canadian
interests, and those hostile actors do look for vectors, for entry
points into which they can exploit their interests through foreign in‐
terference, but I'm confident that we have protocols in place and
procedures in place.

Certainly, when it comes to the procurement of the equipment
here, there were no breaches of security, as you've heard the RCMP
indicate.

Mr. Iqwinder Gaheer: Thank you.

Was the contract awarded in accordance with federal government
procurement policies and regulations, and in accordance with trade
agreements?

Hon. Marco Mendicino: Yes, it was, in addition to the diligence
that was carried out by the RCMP. I would also highlight for the
members of the committee that we work in close partnership with
PSPC, who are principally responsible for procurement and con‐
tracts across government.

That work is done in close collaboration, and I would call to the
committee's attention in your study that we do have the necessary
mechanisms in place for screening as it relates to national security
and that those steps and those protocols are followed assiduously so
that we can be sure that the things we acquire in no way pose any
threat to our critical infrastructure or to our public safety apparatus.

Mr. Iqwinder Gaheer: Great. Thank you so much.
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[Translation]
The Chair: Mr. Lemire, the floor is yours.
Mr. Sébastien Lemire: Minister, in the interest of fairness, since

the NDP and the Bloc Québécois have two and a half minutes left
to speak, could you stay with us for another five minutes to com‐
plete the round of questions?

Hon. Marco Mendicino: After checking my other appointments
with my team members, I'm going to use my discretion and stay an
extra five minutes.

Mr. Sébastien Lemire: Thank you.
The Chair: Mr. Lemire, you have the floor for two and a half

minutes.
● (1630)

Mr. Sébastien Lemire: Thank you, Mr. Chair.

In August 2022, Member of Parliament Pam Damoff, your par‐
liamentary secretary, met with representatives of Motorola to dis‐
cuss law enforcement and legal issues.

I would be surprised if this meeting had nothing to do with
Hytera and I would be even more surprised if the U.S. decision and
national security concerns were not discussed.

Did Motorola express any concerns about Hytera's use of its
technology or security threats?

Hon. Marco Mendicino: Can you tell me again when my parlia‐
mentary secretary met with Motorola?

Mr. Sébastien Lemire: It was on August 15, 2022.
Hon. Marco Mendicino: I will look into the results of that meet‐

ing.

However, I would like to point out that we have very good ongo‐
ing relations with industry leaders who want to offer their technolo‐
gy services to support the work of our public safety agencies.

I also remind you that there is a process in place, which was fol‐
lowed in this case and which we will continue to follow.

Mr. Sébastien Lemire: On June 9, 2022, Rob Jamieson, a senior
advisor in the Office of the Minister of Public Safety, also met with
Motorola. Could you tell us more about what was discussed at that
meeting?

Hon. Marco Mendicino: It was about checking on the state of
the relations and making sure there was very good communication
between industry leaders and government. This was necessary to
understand the business opportunities, while respecting regulations
and protocols.

Mr. Sébastien Lemire: Thank you very much.
The Chair: Thank you.

Mr. MacGregor, you have the floor for two and a half minutes.
[English]

Mr. Alistair MacGregor: Thank you, Mr. Chair.

My questioning is along the same lines as what was just asked.

Concerning our allies in the United States, the FCC did list
Hytera, and it has a list of its banned equipment to the extent that

it's used for the purpose of public safety, security, government facil‐
ities, physical security, surveillance of critical infrastructure and
other national security purposes. I understand clearly that the equip‐
ment in this particular case came nowhere near our secure commu‐
nications, and that was confirmed and verified by the RCMP.

That being said, the RCMP does work very closely with United
States' law enforcement agencies. Would our business contract with
Sinclair, which is owned by Norsat and then by Hytera, have ever
given them any sort of pause or was any kind of concern ever
raised?

The United States probably has a vested interest in making sure
that our national security is up to par. I understand that you've de‐
fended that, and I do agree that it does work, but have there ever
been concerns raised cross-border because of the collaboration that
exists between our two countries?

Hon. Marco Mendicino: I can assure you that I work very
closely with my American counterpart, Secretary Mayorkas, in a
variety of forums. We are consistently finding ways to collaborate
in the sharing of intelligence and the understanding of the risks that
are posed by foreign actors who are hostile towards us and other
democracies and the like. We collaborate in the Five Eyes. We col‐
laborate in the G7. We collaborate in the cross-border crime forum,
which I hope to be convening alongside our American allies in the
very short term.

I can assure you that there is a very sustained effort to collabo‐
rate. As we are acquiring equipment, services and technology, we
are applying a very rigorous standard when it comes to national se‐
curity so that we can protect the Canadian interest in national secu‐
rity. By extension, that also has the net-positive impact of also pro‐
tecting our allies, including the United States.

The Chair: Thank you very much, Mr. MacGregor and Mr.
Mendicino.

Mr. Minister, thanks for joining us this afternoon and for our first
meeting in this Parliament. Thank you very much. You're free to
go.

[Translation]
Hon. Marco Mendicino: Thank you, Mr. Chair.

● (1635)

[English]
The Chair: We still have a few questions to go for Mr. Larkin

and Madam Hazen, so thanks to them for sticking around with us.

[Translation]

I will now turn the floor over to Mr. Perkins for five minutes.

[English]
Mr. Rick Perkins: Thank you, Mr. Chair.

I'd like to follow up, Ms. Hazen, on something you said. You
said that you weren't informed, or that the RCMP wasn't informed,
of the charges. The charges against Hytera in the U.S. were levelled
in February 2022—21 charges of espionage.
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I'm curious about how the RCMP, as one of our primary security
agencies, in doling out a contract, would be dependent on another
department that is not our security responsibility to tell it that a
company it was engaging had been charged with 21 counts of espi‐
onage, signed in a letter by President Biden, and banned from doing
business in the United States.

Ms. Samantha Hazen: The existing processes that are in place
with regard to contracting for the federal government.... The depart‐
ments rely on verifications that are performed by our colleagues at
PSPC, Public Services and Procurement Canada. In this case, we
did do a validation with the RCMP with regard to the integrity
regime, which ensures that the government does business with ethi‐
cal suppliers. That validation came back indicating that there were
no flags; therefore, the standing offer was let, with Sinclair Tech‐
nologies, by PSPC.

Mr. Rick Perkins: No, I understand that. Those are the notes
and stuff that you read in the last answer, but my question isn't that.

My question is this: As one of our primary security forces for
this country, why is it that you do not have your own knowledge
and intelligence in the work that you do with our other security
agencies, to know and be aware of all companies that pose a threat,
particularly when they've been charged with espionage in the Unit‐
ed States?

I find it incredible that you have to rely on Public Services and
Procurement Canada to tell you that. Isn't that your job and the job
of CSIS and some of the others? Do you not talk?

Ms. Samantha Hazen: As the chief financial officer at the
RCMP, I don't have access, myself, to a listing of all suppliers
abroad. That is why, in my capacity at the RCMP, I rely on the pro‐
cesses put in place by the federal government. I validate these
transactions with my colleagues at PSPC.

Mr. Rick Perkins: I'll ask your colleague the same question,
then.

As a senior RCMP officer and a deputy commissioner, are you
not aware of Chinese-state national companies that have been
charged with espionage by our closest ally?

D/Commr Bryan Larkin: Deputy Commissioner Mike
Duheme, who oversees our federal policing and national security
file.... This is of interest and concern. One of the reasons for the due
diligence review in the internal audit is to look at how we enhance
these processes.

What I want to re-emphasize is that the piece of equipment that
was procured through our radio subject matter experts—

Mr. Rick Perkins: We've heard a lot of testimony on that al‐
ready, but I'm trying to get at the process issue that led to the deci‐
sions around that, because it's not the only one that's happened in
the Government of Canada. It happened with the Canada Border
Services Agency. Again, that was with a company that's owned by
Hytera. These are serious issues.

The U.S. public safety and homeland security bureau has pub‐
lished a list of communications equipment and services that are
deemed to pose an unacceptable risk to the national security of the
United States. Has the RCMP, with your security counterparts, pro‐
duced such a list for Canada?

D/Commr Bryan Larkin: Not to our knowledge. No.

Mr. Rick Perkins: The FCC was referenced earlier by my col‐
league from the NDP. The FCC in the United States has put out a
list of radio and telecommunications equipment that pose a national
threat or need national protection, I guess, for security issues.

Has the RCMP or the security intelligence establishment, that
you're aware of, done the same thing in Canada and made a list of
those things?

Ms. Samantha Hazen: I'm not aware of such a list at the RCMP.

Mr. Rick Perkins: I guess this is why we see that these relative‐
ly small procurements for the size of the Government of Canada
can slip through the cracks. It's when agencies don't have that kind
of help and assistance to figure this stuff out, even, surprisingly, in
our security intelligence agencies.

The minister referred to standards. We don't know what those
standards are. First of all, some standards clearly aren't adequate,
because these kinds of procurements keep happening. Also, stan‐
dards are changing.

Which standards did the minister refer to that need to be updated,
as he's informed the whole RCMP, the Canada Border Services
Agency and all of these agencies responsible for security that report
to him? What are those standards, which failed and needed the up‐
dating that he referred to, that have been updated?

● (1640)

Ms. Samantha Hazen: Thank you, Mr. Chair, for the question.

I can share that there are two verification processes that are run
by PSPC with regard to procurements. The first one is the integrity
regime, which I already spoke to the committee about.

The second one is a foreign ownership, control or influence veri‐
fication, or a FOCI. In this particular case, due to the low risk asso‐
ciated with this particular equipment, through internal discussions
between RCMP, security, procurement and radio technology ex‐
perts, it was deemed to be a low-risk piece of equipment. There‐
fore, a FOCI was not requested by the RCMP.

The Chair: Thank you very much.

That's all your time, Mr. Perkins.

We'll go to Nate for five minutes.

Mr. Nathaniel Erskine-Smith (Beaches—East York, Lib.):
Thanks, Joël.
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First, Bryan, it's nice to see you. The last time we interacted was
when you were in a different role, so I appreciate your being here
today.

My core question is.... All we've heard today is that this particu‐
lar contract, ultimately, didn't involve sensitive material, but the
concern was driven initially by this concern. It's a fair concern that
the RCMP was going to use equipment that could have potentially
presented a public safety risk.

When it comes to the RCMP's procurement process and who it
does business with, is there ever a moment when you compare our
practices with, say, our American allies?

The Biden administration, just as an example, has taken strides,
to my understanding, such that they won't do business with a list of
certain organizations that don't meet minimum standards in relation
to human rights. Do we take a similar approach here in Canada?
Does the RCMP take a similar approach?

Ms. Samantha Hazen: Thank you, Mr. Chair, for the question.

No. I'm not aware of a similar approach being taken by the
RCMP in comparison to the procurement practices that are being
undertaken across the Government of Canada and those being un‐
dertaken by the United States of America.

Mr. Nathaniel Erskine-Smith: I'll use an example. I know we're
talking about Sinclair today, but there are other instances. I'll pick
on Pegasus as a company.

They provide spyware to authoritarian regimes all around the
world. That's problematic for all sorts of different reasons, I would
argue. Certainly, it's a problem for its impacts on human rights, its
impact on a fair press and its impact on civil society generally in
terms of the ability to have strong journalism, strong accountability
and pro-democracy advocacy, all things considered.

Would it make sense to you for the RCMP to revisit service pro‐
curement practices and, on the one hand, make sure that we're ad‐
justing public safety in a way that the Conservatives were mention‐
ing today? We could also, perhaps, make sure that we are putting
rules in place such that we wouldn't do business, and we would
have minimum standards in relation to companies that engage in
practices like Pegasus's, for example?

Ms. Samantha Hazen: Thank you, Mr. Chair, for the question.

I would say in this particular case, as previously mentioned, the
RCMP followed all federal government procurement policies and
regulations and applicable trade arrangements.

I would say decisions around changes that should be made to the
overall procurement process as a whole probably should be directed
to officials at PSPC.

Mr. Nathaniel Erskine-Smith: Sure, but if the you're the minis‐
ter responsible for the RCMP and you are ultimately responsible for
an agency that is doing procurement, or you are in a position, as
you are, and you are responsible for procuring, yes, procurement
can set certain minimum standards, but surely you can set certain
minimum standards too in terms of the companies the RCMP is
willing to do business with. It strikes me that we should ensure, at a
minimum, that we are not purchasing equipment and not procuring

from the worst human rights violators in some cases around the
world, which is a low bar, I know, but that might be a minimum.

My last question is for either one of you. Has either of you ever
spoken to Ron Deibert?

● (1645)

Ms. Samantha Hazen: The answer for me would be no.

Mr. Nathaniel Erskine-Smith: Bryan.

D/Commr Bryan Larkin: No, I have not.

Mr. Nathaniel Erskine-Smith: Bryan, I don't know who the
right person is to do this at the RCMP. It may be you or it may be
someone else. I don't know where this will lead, but he runs the Cit‐
izen Lab at the U of T. It is world class. Other civil society organi‐
zations and other governments rely upon their work. It would be
great if you or someone senior at the RCMP who carries this file
around procurement could engage with Ron and his team. I think it
would start a conversation that could go somewhere meaningful.

Thanks very much.

The Chair: Thank you very much.

Colleagues, we don't have enough time to go through a full third
round, and, as you know, we're going into committee business af‐
terward, so what I would suggest is that I open the floor to anyone
who still has questions. I know Mr. Lemire still has some questions
for the officials with us. Then if we end before the 5 p.m. time, we
can suspend, or adjourn actually, and go in camera a little earlier to
discuss the items we need to discuss.

I'll open the floor and start with you, Mr. Lemire, for your ques‐
tions.

[Translation]

Mr. Sébastien Lemire: Thank you, Mr. Chair.

Mr. Larkin, are you already working with a new contractor or are
you already using new equipment to replace Hytera's? If so, why
didn't you choose it initially?

[English]

D/Commr Bryan Larkin: Thank you.

Through you, Mr. Chair, not at this time. What I can tell you is
that we're doing a technical review of the equipment. We are doing
spot audits across the nation to ensure that none of the devices, the
radio filtration equipment we are using, has been compromised in
any sense.
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We are doing the due diligence review. We look forward to our—
[Translation]

Mr. Sébastien Lemire: I'm sorry to interrupt, but there is no
French interpretation.

The Chair: It has just been restored. You may continue,
Mr. Larkin.

D/Commr Bryan Larkin: Thank you.

Mr. Lemire, did you hear any of that?
Mr. Sébastien Lemire: I heard everything you said, but since

there was no interpretation, it is possible that people at home did
not understand. So I ask that you start from the beginning.
[English]

D/Commr Bryan Larkin: Through you, Mr. Chair, just to reit‐
erate, we are doing, obviously, the technical review. We're still us‐
ing equipment that has been procured across our nation. There is a
significant amount of radio filtration equipment that is across our
nation on radio towers. We are doing the technical review, which
includes spot audits to ensure that none of the equipment is com‐
promised. We also have the due diligence review, and we're looking
forward to the internal recommendations around the use of that
equipment as well as any recommendations that may come from
this committee, which will determine the outcome.

I want to reiterate that there is no access to our encrypted radio
communications. We continue to believe that this is low risk, al‐
though we look forward to the recommendations from committee
as well as the internal findings of our internal audit.
[Translation]

Mr. Sébastien Lemire: Do you have a list of prohibited equip‐
ment, manufacturers or suppliers and, if so, which ones are on the
list?
[English]

D/Commr Bryan Larkin: Through you, Mr. Chair, I don't have
the list available, but our radio technicians and our radio experts
would have that. We would be pleased to share that with this com‐
mittee in writing at a different opportunity.
[Translation]

Mr. Sébastien Lemire: I imagine for example that Huawei could
be part of this list.

The Chair: Thank you, gentlemen.

Would anyone else like to put questions to Ms. Hazen or
Mr. Larkin while they are with us?

Mr. Perkins, go ahead.
[English]

Mr. Rick Perkins: You're in charge. What do you recommend
and what will you be recommending internally so that there's more
transparency into the process in the future with your future procure‐
ment of any of these state-owned enterprises that have caused a
problem? The minister said that everything will be.... How will you
improve that process so you're aware of it, since there doesn't seem
to be a link between the communications and the security agencies?

D/Commr Bryan Larkin: Through you, Mr. Chair, thank you
for that. I'll also turn it over to my colleague.

When we do procurement of technology, there are the subject
matter experts who provide feedback. They work in partnership
with our CFO's team around procurement. They also work with our
chief security officer on setting those standards.

In this particular case, there's an assessment made. Obviously,
we're looking forward to the due diligence review, what recommen‐
dations come forward and what conversations we have with other
security and intelligence agencies, because we do work across the
whole of government. That would ensure that national security is at
the forefront.

Again, it's low risk, although there are always lessons learned in
these processes. For example, the area that I lead includes technolo‐
gy. It's working more closely with procurement and enhancing dis‐
cussions with departmental security—which is another area that I
oversee—around ensuring that we maintain the trust and confi‐
dence in our systems and institutions such as our organization.

Ms. Hazen may have further conversation around that process.

● (1650)

Mr. Rick Perkins: I have a quick follow-up.

When that's done, would you be willing to share that? I know
there are probably some security limits, but would you be willing to
share the results of that review with this committee?

D/Commr Bryan Larkin: Through you, Mr. Chair, we'd be very
pleased to share the results of our internal audit with this committee
as well as the recommendations, absolutely.

Mr. Rick Perkins: Thank you.

[Translation]

The Chair: Thank you very much.

Go ahead, Mr. Dong.

[English]

Mr. Han Dong: Thank you, Chair.

I just have some thoughts to share with you.

I represent a riding where over 30% of the population declare
themselves as Chinese Canadians. The most recent census shows
that over 5% of the Canadian population self-identify as Chinese
Canadians.

To me, being a member of Parliament, I try really hard to differ‐
entiate the policies or politics between Canada and China, and the
issues that happen that are sometimes very problematic within our
Canadian Chinese community here. I just want to make sure that,
while we are maintaining a high alert on foreign interference or bad
actors, if you will, on our soil, there is a huge number of Chinese
Canadians and Chinese Canadian entrepreneurs who are contribut‐
ing to our economy, our supply chain and so forth.
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I don't imagine that incidents like this will cast a shadow on Chi‐
nese Canadian entrepreneurs, because they're Canadian first.
They're doing business. I don't want any of these studies—I'm sure
my colleagues will probably feel the same way—to in any way di‐
minish Canadian companies that may or may not be owned by a
Chinese Canadian and their chance to supply their goods and ser‐
vices to our government.

That's just a thought.
The Chair: Thank you, Mr. Dong.

I understand that's more of a comment than a question, but
thanks for sharing it with this committee.

If I see no one else, then that concludes our questions.

[Translation]

Mr. Larkin and Ms. Hazen, on behalf of the committee, I sincere‐
ly thank you for your participation in this meeting, but also for your
service to Canadians through the Royal Canadian Mounted Police.

With that, I will suspend the meeting.

[Proceedings continue in camera]
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