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[English]

The Chair (Hon. Shawn Murphy (Charlottetown, Lib.)): I now
call the meeting to order. On behalf of everyone on the committee, I
extend to everyone a very warm welcome.

Colleagues, today our committee is pleased to welcome, besides
the distinguished witnesses at the end of the table, a number of
visiting members of Parliament and the visiting Auditor General
from the country of Mali. They're part of a delegation to Canada
being hosted by our Office of the Auditor General. They're going to
be with us for the entire duration of the meeting. They will be much
more formally introduced at the end of the meeting.

On behalf of everyone on the committee and on behalf of the
Parliament of Canada, I want to welcome each and every one of you,
and I want to welcome you to Canada.

● (0905)

Ladies and gentlemen, the meeting today has been called pursuant
to the Standing Orders. It's to deal with chapter 1, “Aging
Information Technology Systems”, of the Spring 2010 Report of
the Auditor General of Canada.

I believe this is the first time this committee has met in room 200
of the West Block. It is a very large room, and we have a very large
number of witnesses.

From the Office of the Auditor General, we have the Auditor
General, Ms. Fraser, accompanied by Nancy Cheng, Assistant
Auditor General. From the Treasury Board, we have the secretary,
Michelle d'Auray, and she's accompanied by Corinne Charette.

Then we have five departments or agencies. First, from the
Department of Human Resources and Skills Development, we have
Gini Bethell, chief information officer.

From the Department of Public Works and Government Services,
we have the chief executive officer of the information technology
services branch, Maurice Chénier; he's accompanied by John Rath-
Wilson, chief operating officer, information technology services
branch.

From the Department of Citizenship and Immigration Canada, we
have Borys Koba, the chief information officer and director general,
information management and technologies branch.

From Canada Revenue Agency, we have Peter Poulin, assistant
commissioner and chief information officer, information technology
branch.

Finally, from the Royal Canadian Mounted Police, we have the
chief information officer, Joe Buckle; he is accompanied by Brendan
Dunne, the director general, information management and informa-
tion technology business solutions directorate.

That is the list of witnesses. I understand we have seven sets of
opening remarks. We're going to hear from them all, but we're going
to ask that each presentation be kept to a maximum of five minutes.

I'm going to start with you, Ms. Fraser.

Ms. Sheila Fraser (Auditor General of Canada, Office of the
Auditor General of Canada): Thank you, Mr. Chair.

We thank you for this opportunity to discuss the results of our
audit of aging information technology systems. As you mentioned, I
am joined today by Nancy Cheng, Assistant Auditor General, who is
responsible for this audit.

The federal government relies on information technology systems
to deliver programs and services to Canadians. Many of these
systems are aging and several are at risk of breaking down. While
systems are currently working, a breakdown could have severe
consequences. At worst, some government programs and services
could no longer be delivered to Canadians. The renewal and
modernization of IT systems can take many years as well as
significant investments that must be planned and budgeted for over
the long term.

[Translation]

As part of this audit we looked at five government entities with the
largest information technology expenditures to determine whether
they have adequately identified and managed the risks related to
aging IT systems. The audit also examined whether the Chief
Information Officer Branch of the Treasury Board of Canada
Secretariat has determined if aging information technology systems
is an area of importance to the government as a whole and the extent
to which it has provided direction or leadership in developing
government-wide responses to address the related risks.

We looked at three major systems that deliver essential services to
Canadians—the employment insurance program, the personal
income tax and benefits return administration system, and the
standard payment system. We also surveyed 40 chief information
officers of departments and agencies in the federal government that
accounted for more than 95% of spending on information
technology. The survey of CIOs indicated that aging information
technology was a significant risk.
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The five organizations we audited have all identified aging IT
systems as a major risk. They have taken some steps but most of
them have not gone far enough to manage that risk. Organizations
need to manage their IT systems as a portfolio and prioritize
investment projects according to risk and impact on program
delivery. They also need to prepare a multi-year investment plan and
a funding strategy to meet the investment requirements.

● (0910)

[English]

The funding requirements to address aging IT risks can be
significant. Three of the five organizations that have developed
multi-year investments plans, that being the Canada Revenue
Agency, HRSDC, and the RCMP, have identified significant
shortfalls in the funding available to modernize their critical
information systems and technology infrastructure. These organiza-
tions alone have estimated the funding shortfall at $2 billion.

We found that the chief information officer branch of the Treasury
Board of Canada Secretariat has been aware that aging IT poses
significant government-wide risks for over a decade; however, it has
not formally identified the issue as an area of importance for the
government. Furthermore, it has not established or implemented
government-wide strategic directions to address the issue. We
recommended that the chief information officer prepare a report on
the state of aging IT systems across government and develop a plan
to address it.

Mr. Chair, PWGSC and HRSDC have shared with us a copy of
their management action plan. If fully implemented, these plans
should address the concerns that we raised in our report. As well, the
committee may wish to ask the chief information officer what she
intends to do about this issue.

Mr. Chair, this concludes my opening remarks. We would be
pleased to answer any questions that committee members may have.

Thank you.

The Chair: Thank you very much, Ms. Fraser.

We're now going to hear from the secretary of the Treasury Board,
Michelle d'Auray.

[Translation]

Ms. Michelle d'Auray (Secretary of the Treasury Board of
Canada, Treasury Board Secretariat): Thank you, Mr. Chairman.
I would like to thank you for having invited us to appear before the
committee with regard to chapter 1 of the Auditor General's spring
report, which deals with the aging information technology systems
of the Government of Canada.

As you pointed out, I am here with my colleague Ms. Corinne
Charette, the Chief Information Officer of the Government of
Canada. Ms. Charette is responsible for the Chief Information
Officer Branch in the Treasury Board Secretariat, which provides
strategic direction and leadership in the areas of information
management and information technology for the Government of
Canada.

I would like to start by thanking the Auditor General for her work
on the issue related to the risks and aging of IT systems.

[English]

When Ms. Fraser appeared before your committee in April to
speak about her report, she remarked that this was the first time her
office had looked at how the government as a whole was managing
the risk of aging IT systems. Her report made us recognize that we
haven't taken a government-wide perspective on the risks posed by
aging IT systems.

I would submit that this is not surprising, in part given our
accountability structure. This is a structure where deputy heads are
responsible for managing all aspects of their operations, including
their enabling IT systems and infrastructure to deliver on their
legislative mandates. When it comes to IT systems, each deputy head
has the responsibility to identify their IT plans, development,
maintenance, and investment needs. They also develop and
implement IT spending decisions and ensure appropriate ongoing
measurement of their IT performance.

As a central agency, the Treasury Board of Canada Secretariat isn't
there to tell departments how to manage their organizations. Rather,
we are responsible for establishing overall government-wide
strategic direction for information technology through policies and
policy instruments. We also support capacity development and the
coordination of efforts and initiatives as required. We do this in
consultation with departments. We also monitor compliance of the
policy instruments and we play a challenge function in relation to
new IT investments.

[Translation]

The secretariat also plays an important enabling role. We support
all departments and agencies in implementing the government's
information management and information technology strategies. We
do this through collaboration, tools and guidance. However, I do not
want to give you the impression that we have not taken into account
risks related to information technology systems.

That is why, until now, we have looked at the risk of departmental
IT systems on a case-by-case basis, and we have worked with
departments on renewing critical systems, such as those regarding
pensions, pay, employment insurance, case management, and others.

Ms. Fraser, the Auditor General, has encouraged us, in her report,
to adopt a more Canada-wide perspective. In response to
Ms. Fraser's report, we have committed to assess the state of IT
systems across government. Our action plan sets out how we will do
this. The first step is to collect and analyze relevant information. Our
assessment will be completed by April 2011. Based on this
information, the secretariat will provide guidance and direction to
all departments in setting their technology investment priorities. All
departments will be strongly encouraged to have a plan in place by
April 2012.
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● (0915)

[English]

Our objective is to work with departments so as to not simply
replace existing systems with new ones. We want to work with
departments to identify mission-critical systems and to identify
common systems and platforms where consolidation could reduce
overlap and duplication, where possible. Through this process the
goal is to enhance effectiveness and find efficiencies, ensure that
departmental legislative and business requirements are met, and
improve service delivery to Canadians. To do this well, it will take
some time.

The timing of this assessment aligns also with the administrative
services review announced in budget 2010. Through this review we
will be looking to streamline and standardize business processes,
which are important steps, before we look at replacing aging
systems.

IT systems are not an end in themselves. They support
departmental mandates and government priorities. Movement
towards streamlined and standardized business processes and
platforms should mean we'll have fewer systems to replace and to
maintain.

All of this work is vital to ensuring that IT systems in the
government are effective and that they have the capacity to meet
current and future business needs. We look forward to working with
departments and agencies on this important field.

Corinne and I would be pleased to take your questions.

The Chair: Thank you very much, Madame d'Auray.

We're now going to hear from Gini Bethell from the Department
of Human Resources and Skills Development.

Madame Bethell.

[Translation]

Ms. Gini Bethell (Chief Information Officer, Department of
Human Resources and Skills Development): Thank you,
Mr. Chairman.

[English]

I am pleased to be here today to represent Human Resources and
Skills Development Canada and to discuss and provide additional
insights with respect to the recommendations laid out in chapter 1 of
the Spring 2010 Report of the Auditor General of Canada.

First, let me say that HRSDC agrees with the recommendations
put forth in the Auditor General's report concerning aging IT. I want
to assure you that meeting the Government of Canada's commit-
ments to Canadians is the department's first priority. Ensuring timely
and accurate payments to Canadians, as well as the protection and
security of the information entrusted to us by Canadians, is a priority
for HRSDC.

We take our responsibilities very seriously. The EI, CPP, and OAS
programs represent $80 billion annually in social benefits to
Canadians, representing 85% of all Government of Canada payments
to citizens. These payments all rely on technology. So a modern IT

infrastructure is critical to the sustainability of the delivery of
programs and services to Canadians.

While there are definitely areas that require some attention, let me
reassure the committee that Canadians are not at risk. There have
been no IT failures as a result of aging IT infrastructure that have
impacted payments to Canadians.

When we speak about our IT infrastructure, it is important to
understand that this is an ongoing process, similar to regular
maintenance on a vehicle. Have we ensured the right level of
maintenance on our IT infrastructure over the years? Perhaps not.
However, I want to assure you that our IT systems are not in danger
of collapsing. Our applications are stable. The department is proud to
cite a 98% availability for its systems. No systems, government or
otherwise, have an uptime of 100%.

I should also point out that the volume increases experienced over
the last two years have been unprecedented. During this period, the
EI system consistently delivered benefits to Canadians in need.

It is important to mention that over the last few years, we have
been working towards refreshing our IT assets, and we continue to
do so. For example, over the past three fiscal years the department
has invested some $120 million to modernize its technology.

In the fall of 2007, existing mainframe computers were replaced
with the next generation of mainframes. This replacement provided a
newer technological platform and business continuity for ensuring
continued delivery of essential services and benefits to Canadians.

Last year a multi-year project resulted in a fully modernized
system to support Canada Pension Plan benefit delivery, eliminating
two legacy applications. Implemented in May 2009, the new system
has processed over 600,000 new CPP benefits and issued over 45
million CPP benefit payments for seniors, the disabled, and
survivors.

In 2009-10, in response to the economic action plan, components
that posed imminent risk to the continuity of business operations
were replaced.

However, there is still much work to be done. As I said earlier,
HRSDC agrees with all the recommendations in the Auditor
General's report. HRSDC knows that it needs to make a concerted
effort to address issues that are looming on the horizon with respect
to our aging IT. We are developing a comprehensive plan to address
the recommendations in the Auditor General's report. We need to
position these efforts in the broader context of the department, and
we need to plan for better ongoing maintenance going forward.

We are adopting a portfolio-wide approach for the management of
IT, integrated into our five-year IM/IT strategic plan. Fully integrated
into our strategic plan will be risk identification, mitigation
strategies, and controls to ensure that we effectively manage any
risks.
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Linked to that, we are working on a multi-year investment plan.
Specific attention will be paid to the full economic life cycle of IT
assets and to establishing indicators that will support us in assessing
the risks associated with our technology assets. This investment plan
will also include a prioritization of what elements need to be
addressed first in modernizing the department's IT infrastructure.

The level of financial investment required will be determined as
part of our strategic plan, linked to the broader business plan for the
department. In developing the funding strategy to support our
investment plan, we need to be particularly cognizant of the fiscal
realities facing the country and HRSDC.
● (0920)

In conclusion, it is important that I express HRSDC's commitment
to Canadians and the programs and services that we deliver. Because
of that, the issues identified in the audit are taken very seriously.
What we have done to date, coupled with our future plans, are
important steps in addressing what was identified by the Auditor
General.

I'm happy to answer any questions you may have.

Thank you.

The Chair: Thank you very much, Ms. Bethell.

We're now going to hear from Monsieur Maurice Chénier from the
Department of Public Works and Government Services.

Monsieur Chénier.

[Translation]

Mr. Maurice Chénier (Chief Executive Officer, Information
Technology Services Branch, Department of Public Works and
Government Services): Thank you, Mr. Chairman.

I am very pleased to have this opportunity to appear before this
committee with Mr. John Rath-Wilson, Chief Operating Officer, to
discuss the Auditor General's report on aging information technol-
ogy systems and her recommendations.

Let me begin by saying that after thorough analysis, PWGSC
accepts all of the Auditor General's recommendations related to the
management of risk associated with aging information technology
systems.

PWGSC's Information Technology Services Branch—or ITSB—
has a dual function: to both manage our own department's
information management and information technology, IM\IT,
services and to deliver the Government of Canada's common IT
infrastructure services, while acting on Treasury Board Secretariat
Government of Canada-wide IM\IT strategic direction and policy.

Conscious of its critical role, ITSB has developed and continues to
implement risk mitigation strategies related to its mission-critical
systems.

[English]

As you know, the department's goal is to excel in government
operations by providing high-quality programs and services that
meet the needs of federal organizations and ensure sound steward-
ship on behalf of Canadians. I am proud to state that during the
2009-10 fiscal year, we achieved a record of infrastructure

availability for our mission-critical systems of 99.7%. This is
beyond our expectations.

These services are supported by IT systems, and it is important to
note that none of our critical systems have ever experienced or
caused a business failure.

We are pleased that the AG acknowledged that PWGSC has many
of the required planning and monitoring elements already in place.
She identified three recommendations that are specific to our
department. The first recommendation calls for the implementation
of a department-wide portfolio management approach. PWGSC has
enhanced its IT governance to ensure it provides effective oversight
of its IT portfolio, including maintaining an organized and
prioritized inventory of all assets. Specifically, the new framework,
which will be implemented over the next twelve months, will enable
the department to use a consistent value and risk assessment process
when deciding on investment for IT systems within program
priorities.

● (0925)

The second recommendation calls for the development of a multi-
year IT investment plan. In fact, by the time the Auditor General's
report was released in April, PWGSC had already developed the first
iteration of its five-year plan for information management and
information technology.

In bringing together several existing components of our planning
process, we examine mandatory and discretionary investment to
improve overall service delivery and ensure that existing systems can
be sustained.

Public Works has successfully managed a number of IT-enabled
business projects under our current management approach. I know
that in previous audits, Public Works has received positive marks for
its project management capacity and capability.

Each year we have invested in maintaining our infrastructure.
Over the past three years, we've increased our capacity and
developed a multi-year rust-out plan. For example, we've invested
$9 million in 2009-10 against our department's five-year plan. We
have invested $29 million through Treasury Board funding for
program integrity. This fully addressed critical IT infrastructure rust-
out issues that were identified in 2007 and 2008.

In addition, ITSB is engaged in every major Public Works
transformation project and investment, including $220 million for
the pension modernization project; $192 million for the pay system
modernization project, which will be completed in 2015-16; and $50
million in a new financial system aligned with the Treasury Board
policy on the stewardship of financial management systems.
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Also in support of our overall plan, we have established a central
IT investment modernization fund to address other maintenance and
evolution issues associated with legacy systems. As you can see, the
department has various activities under way that will contribute to
the success of our overall plan.

The third recommendation calls for the development of an action
plan for managing risks related to aging IT systems.

We are pleased that the Auditor General has recognized Public
Works' effort in identifying the risks associated with aging IT
systems, and also recognizes that we have been diligent in
submitting IT risks to our departmental risk officers.

Public Works has made significant progress in monitoring risks
and is positioning itself to manage ongoing strategic and operational
risks more proactively. The department is finalizing its operational
risk profile and refreshing its corporate risk profile, both of which
cite aging IT systems and their related applications as key risks.
These profiles will better position Public Works to develop risk
response strategies, to monitor and report on risk, and to identify
emerging risks associated with IT infrastructure.

Semi-annual progress reports will be delivered to senior manage-
ment while this strategy is being implemented.

[Translation]

Mr. Chair, ensuring the integrity of our critical systems is a top
priority for PWGSC, and statistics indicate that we have achieved a
high level of stability. For example, our standard payment system
processed over 270 million payments last fiscal year, without system
interruptions; and our print operations are ISO9001-certified, and we
issue and distribute more than 100 million cheques and other
documents per year. It is equally important to note that none of
PWGSC's critical systems have ever caused a business failure, nor
resulted in a disruption to business, due to our robust disaster
recovery capability.

In fact, we rarely fall below our published performance targets.
Meanwhile, we continue to witness that IT is enabling more and
more government services and programs, so we will continue to aim
for our best in service performance and evolution. I would be pleased
to answer your questions. Thank you.

● (0930)

[English]

The Chair: Merci, monsieur Chénier.

We're now going to hear from Mr. Borys Koba, the chief
information officer and director general of the information manage-
ment and technologies branch, Citizenship and Immigration.

Mr. Borys Koba (Chief Information Officer and Director
General, Information Management and Technologies Branch,
Department of Citizenship and Immigration Canada): Thank you
Mr. Chair.

My name is Borys Koba, and I am the chief information officer at
Citizenship and Immigration Canada. I appreciate the opportunity to
provide opening remarks to this committee on this subject.

Citizenship and Immigration Canada has accepted the three
specific recommendations directed to it in the OAG report, and an

action plan has been provided against each of those recommenda-
tions. I would like to point out that in paragraph 1.46 of the OAG
report, there is an acknowledgement that, and I quote, “CIC has
completed a comprehensive review of its IT infrastructure; however,
it has not reviewed its applications at the same level.”

CIC agrees with this assessment, and, at a high level, CIC's plan is
to do the following: (a) develop a more detailed inventory of CIC's
application systems, including information on items such as the
current technology environment and options for system rationaliza-
tion; (b) integrate the information on application systems and IT
infrastructure using a portfolio management approach, which will
include an integrated risk assessment as well as criteria for the
prioritization of investment decision-making; and (c) refine and
extend existing departmental planning processes. CIC has completed
an integrated corporate plan for 2010-11 that reflects departmental
business priorities. One of the components of this document is the IT
investment plan, which will be extended into a multi-year IT
investment plan over this coming year.

Mr. Chair, for a number of years, the cornerstone of CIC's long-
term strategy for its aging IT application systems has been the
development and implementation of the global case management
system. I am extremely pleased to indicate that exactly one week
ago, on May 25, GCMS release two was put into production
operation for the citizenship line of business, on plan.

The next major step is the implementation of GCMS release two
to the first mission, Port of Spain, on June 30, to support the
immigration lines of business. GCMS is planning to complete
implementation in all missions by March 31, 2011.

With this success, CIC is now able to start more detailed planning
for additional functionality, to support business requirements, and for
decommissioning many of the current legacy systems.

CIC has continued to invest annually in IT infrastructure upgrades
based on technology evolution and technology aging. In the
application system area, in addition to the investments made in
GCMS, CIC has been investing in updating specific legacy systems,
usually based on risk and the costs associated with technological
obsolescence.
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Some examples over the past five years include updates to the
technology environment in the Montreal call centre, which cost over
$4 million; re-platforming of the case processing centre application,
at over $1.5 million; and current upgrades to the departmental HR
and financial systems, at over $1 million. It is recognized that these
investment decisions, while necessary, have been made on an
individual basis. Hence, we have the plan to develop an integrated
portfolio approach, as recommended by the Office of the Auditor
General.

My final remarks deal with the current legacy systems, especially
the operational ones. They continue to operate at a very high level of
availability and continue to be updated to respond to changing
business requirements, such as the recent imposition of visa
requirements for Mexico, the special processing in support of the
Olympic Games, and the information system requirements in support
of the Haiti crisis.

● (0935)

In summary, CIC accepts the OAG recommendations and believes
the action plan will allow us to significantly improve the decision-
making process related to IT investments and associated risks in the
department.

Thank you, Mr. Chair.

The Chair: Thank you very much, Mr. Koba.

We'll now hear from the assistant commissioner and chief
information officer from Canada Revenue Agency, Mr. Peter Poulin.

[Translation]

Mr. Peter Poulin (Assistant Commissioner and Chief Informa-
tion Officer, Information Technology Branch, Canada Revenue
Agency): Thank you, Mr. Chairman.

[English]

As chief information officer, I am responsible for the IT strategies
and plans for the Canada Revenue Agency and the maintenance and
development of all national infrastructure and applications in support
of CRA's program delivery in its various lines of business. This role
includes risk management with regard to the sustainability of
infrastructure and applications as raised in chapter 1 of the Auditor
General's spring 2010 report, in which the CRA's personal tax and
benefit systems were reviewed.

The CRA data centres are the largest in the Government of
Canada, hosting more than 450 applications, processing 4.5 million
transactions per hour, and managing almost 6,000 terabytes of data
storage. They also host all Canada Border Services Agency's
infrastructure.

The CRA has an excellent track record for executing large re-
engineering projects to ensure long-term sustainability: for example,
in 2000, the implementation of the corporate tax redesign for $180
million over five years; in 2003, implementation of the other levies
system to replace the old excise commercial system, $20 million
over two years; and in 2007, implementation of the redesigned GST/
HST system, which cost $200 million over five years. These re-
engineering projects were undertaken to address the technical
sustainability of these solutions as well as to modernize financial
controls and improve services through enhanced functionality.

The personal tax and benefit systems reviewed in this audit were
developed in the 1980s and 1990s respectively. They form the
largest suite of applications in the CRA, comprised of 31 million
lines of code that undergo hundreds of system changes every year in
response to legislative changes and service improvements.

CRA is vigilant in keeping these systems running and makes
every effort to ensure that quality services are available for
Canadians to file their taxes and receive benefits. Re-engineering
these systems is in the planning phase and will take a significant
investment and several years to complete. We are currently engaged
in discussions with central agencies regarding funding to initiate this
work.

To monitor and plan for infrastructure sustainability, the CRA
creates an annual asset management plan for each technology
platform, managing within the custodial budget allocated for
infrastructure maintenance. In addition, an annual information
technology infrastructure investment plan is tabled to the chief
financial officer of the agency, identifying longer-term financial
pressures that do not fit within the custodial budget over a 10-year
planning window for inclusion in the priority setting of the agency
strategic investment plan.

For application sustainability, we conduct an annual review of the
sustainability status of each application from the perspective of
system architecture, maintainability of operations, and business
needs. The priority setting that is the outcome from this process then
drives sustainability fund allocation within our application sustain-
ability plan.

The CRA thanks the Auditor General for her report and findings.

And I thank you, Mr. Chair, for providing the opportunity to
appear here today and to answer any questions the committee
members may have.

The Chair: Merci, monsieur Poulin.

Now you're going to hear from the Royal Canadian Mounted
Police, Mr. Joe Buckle, chief information officer.

Mr. Buckle.

● (0940)

Mr. Joe Buckle (Chief Information Officer, Royal Canadian
Mounted Police): Thank you, Mr. Chair, and honourable members.

As the chief information officer of the Royal Canadian Mounted
Police, I am pleased to have this opportunity to provide you with
more information on the RCMP's information technology systems in
response to the 2010 Report of the Auditor General.

I am accompanied today by Brendan Dunne, one of the directors
general within the CIO sector and responsible for business solutions.
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The RCMP's chief information officer sector supports operational
policing by providing members and partners in the Canadian law
enforcement community with the technology they need to record,
share, and communicate essential police information. The chief
information officer sector supports a broad range of applications and
systems. These include operational systems, mobile communications
tools such as radios, and administrative systems.

The 2010 Report of the Auditor General recognized the RCMP for
assessing aging IT risks, for establishing strategies to manage those
risks, and for following a portfolio approach. The RCMP accepts the
findings and recommendations of this report. I would like to provide
an update on the actions taken to address the Auditor General's two
key recommendations for the RCMP.

The first recommendation for the RCMP is to develop an action
plan for each significant aging IT risk and report regularly on aging
IT risks to senior management. The RCMP has made enhancements
to its established risk management processes to ensure IT assets are
adequately protected and could be recovered or replaced in
accordance with organizational priorities. Applying the existing
and improved risk management methodology to each aging IT risk
will enable the RCMP to develop an action plan for each one.

The RCMP has integrated IM/IT program risk reporting into the
corporate governance process. The CIO first reported on this to the
RCMP senior management on March 24, 2010. As well, the CIO
strategic review council, which is responsible for prioritization and
decision-making surrounding IT investment planning within the
RCMP, will begin reporting to RCMP's senior executive committee
on a regular basis this fiscal year.

The second recommendation for the RCMP is to prioritize IT
investments based on the priorities of the organization in order to
develop an overall funding strategy. By ensuring that IT risks are
incorporated into organizational prioritization and investment
processes at the senior management level, the RCMP will be able
to develop a corporate funding reallocation strategy. This strategy, to
be developed for the 2011-12 fiscal year, will prioritize and baseline
all RCMP program activities, including IT.

In recent years, the RCMP has made several investments in
critical enhancements and system replacements, including $130
million investment in the Canadian Police Information Centre in
2005, and $111 million investment between 2002 and 2009 in a
police records and occurrence system and the police records
information management environment to replace the RCMP's legacy
system. The RCMP has also invested $22 million in the national
integrated interagency information system, which is scheduled for
completion this June. This system allows police and federal agencies
to access and share appropriate police occurrence information.

Uniquely within the RCMP, radio systems fall under the mandate
of the chief information officer. In order to ensure police officer and
public safety, the RCMP has taken proactive measures towards
national evergreening and modernization of the radio systems. The
most significant expenses in radio system evergreening include user
equipment, followed by infrastructure updates to enhance the
system's capacity.

Some significant investments in radio systems in the past 10 years
include $180 million invested in radio modernization projects. These
projects include a $55-million project in British Columbia since
2001; $47 million invested in Saskatchewan between 2001 and
2009; $21 million in Newfoundland from 2001 to 2010; $23 million
for the creation of a national emergency stock from 2002 to 2010;
and $13 million in Ontario, including infrastructure updates to be
used for the G8 and G20 summit.

Over the past 20 years, the RCMP has also invested $30 million in
the development and modernization of the RCMP's radio dispatch
system, which is used in every province and territory.

Within the next five years, the RCMP plans to modernize radio
communications in Prince Edward Island, Nova Scotia, and New
Brunswick under the maritime radio communications initiative.

● (0945)

As you can see, the RCMP has taken many steps to enhance
processes and systems to meet operational requirements. We will
continue to monitor, identify, and address IT risks and priorities.

I would like to thank you for allowing me the opportunity to speak
with you. I would be pleased to answer any questions you may have.

The Chair: Thank you, Mr. Buckle.

I should point out for our visitors that we had seven opening
statements. That's extremely unusual for this committee. Normally
we would have probably two, possibly three, but I don't think I've
ever seen seven opening statements. That's reflective of the issue
we're dealing with. It's very much a horizontal issue that involves
many departments and agencies.

We're now going to start the first round.

Monsieur Dion.

[Translation]

Hon. Stéphane Dion (Saint-Laurent—Cartierville, Lib.):
Thank you, Mr. Chairman.

Good morning, ladies and gentlemen.

I am trying to reconcile three different things we were told. First,
the Auditor General told us that the situation is urgent. What is
happening is serious. She uses fairly powerful language. She says,
and I quote: “Many of the systems are aging, and several are at risk
of breaking down. While systems are currently working, a break-
down could have severe consequences (for government and for the
Canadian public).” So this is serious.

Second, Treasury Board does not believe that it is really its
problem, but rather that of the government, of cabinet and of the
heads of various agencies. But since it has been asked to do
something, Treasury Board has accepted, in response to the Auditor
General's report, to
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[English]

“departments will be strongly encouraged to have a plan in place by
April 2012”.

[Translation]

April 2012! We do not feel the sense of urgency.

Thirdly, we heard different agencies say that they are preparing
reports, that they have priorities and that they could answer our
questions. However, where's the urgency?

My first question is for the Canada Revenue Agency. In
paragraph 1.65, the Auditor General assesses that you have an
$830 million shortfall to meet your IT needs.

If we gave to you those $830 million, would you know what to do
with them or would you need to do all kinds of studies to set
priorities and to evaluate risks? Where are you at? Are you able to
efficiently spend all that money now for Canadians?

I will ask the same question to Human Resources and Skills
Development Canada, that has a shortfall of precisely
$523.4 million. The Auditor General arrived at this figure of
$523.4 million. The auditor did not prepare a series of reports and
priorities. She is able to tell us that instantly.

Therefore, can you tell us if you would be able to invest efficiently
to protect Canadians against the risks assessed by the Auditor
General?

And finally, the Royal Canadian Mounted Police must find
$620 million, not 621, not 619 but 620. I don't understand how the
Auditor General can be so precise.

[English]

So she's so precise in her assessment, and you're telling us you
need reports, and priority, and it will take until April 2012.

My question is this: if you have the money, are you able to invest
in this right away in an intelligent fashion for Canadians?

[Translation]

We could start with the Canada Revenue Agency.

[English]

Mr. Peter Poulin: Thank you, Mr. Chair.

To answer the member's question, yes, the CRA has identified
which projects constitute that large sum of investment required to
ensure sustainability. It breaks down largely between the information
slip reporting system, at $180 million; the individual tax system, at
least $215 million, most likely more; the T3 trust system, $120
million to build a system; and the benefits system, a minimum of $60
million.

All these investments are made to assure sustainability. We've
never suggested that we would undertake all these projects at one
time. Our tendency has been, as evidenced through the previous re-
engineering projects we've done, to take on a project and execute
over three to five years, starting the next project a year or so before
the one we're working on ends.

This isn't a five-year problem for us, it's a 20-year problem for us,
especially with regard to the T1 system. Individual taxes represent an
enormous system.

[Translation]

Hon. Stéphane Dion: As for Human Resources and Skills
Development Canada, $523.4 million were mentioned. Do you know
what to do with those funds?

● (0950)

Ms. Gini Bethell: Thank you very much. Yes, we do know what
to do with those funds, but as my colleague from Revenue Canada
said, it is still a long-term process.

[English]

I mentioned earlier in my opening remarks that a lot of the work
we need to do to refresh our infrastructure is like the maintenance on
a vehicle. It's actually more like trying to fuel an airplane in flight.
We cannot stop processing payments, ensuring that Canadians
receive their benefits, while we upgrade both our infrastructure—the
platforms that these systems run on—and the applications.

We do have in place an application modernization project that is
working towards clearly identifying every area of the infrastructure,
as well as the applications that we need to work on, in order to do a
complete refresh, but as my colleague has already indicated, this will
take a number of years.

So in answer to your question, if you were to give us that money
today, we would not be able to spend it all in one year. We could not
affect the operations to that degree. It has to be done in a planned,
methodical way over a period of time.

[Translation]

Hon. Stéphane Dion: But would you be able to invest to protect
Canadians against the immediate risks identified by the Auditor
General?

Ms. Gini Bethell: Yes, absolutely. Since we have already
identified the risks, because we have already invested $120 million
over the last three years, we already know which infrastructure
components present a priority risk and we would invest in that
environment, yes.

Hon. Stéphane Dion: I will put the same question to the RCMP.

[English]

It's an amount of $620 million that the Auditor General has
identified for you. Do you need this money? Is it really an accurate
amount? Are you able, through it, to protect Canadians against the
huge risks that the Auditor General identified? And you will need to
spend this money over how many years...?

Mr. Joe Buckle: Thank you for the questions.
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I'll look at it in a couple of sectors. The first one is the systems that
we need to replace or modernize immediately in order to ensure that
police officers have the ability to communicate and share
information. As I indicated in my opening remarks, in the last
number of years, we've invested quite heavily in the Canadian Police
Information Centre renewal and the systems that allow police
officers to share information, and the building of a system—the N-III
project—that allows agencies and police officers to look into each
other's areas.

We're looking forward to the modernization of our radio systems.
We have in place a multi-year program plan to work with the
provinces to improve their radio systems, many of which we've
worked on in the last number of years, and many that we have cued
up to work on in the upcoming years.

To help us prioritize those over the next number of years, between
the next three to five years, we look to the policing community and
the provinces and territories. As well, we are using a strategic review
council within the RCMP to ensure that the CIO sector is actually
responding to the operational needs of the RCMP and its law
enforcement partners.

The Chair: Thank you very much, Mr. Buckle.

I believe you have a comment, Ms. Fraser.

Then we're going to go to Madame Faille.

[Translation]

Ms. Sheila Fraser: Thank you, Mr. Chair.

I just wanted to clarify that the figures come from the plans
prepared by the departments and agencies. During our audit, we
checked whether those organizations had prepared a long-term plan,
by identifying the priorities and the critical systems and infra-
structures. We noted that three out of five had done it. Those are the
cost estimates that they prepared themselves.

Our concern is that the funds that come from the current budget
aren't sufficient to meet the future needs. It is therefore important that
there be a plan to fund those projects that the departments
themselves identify as critical.

[English]

The Chair: Madame Faille.

[Translation]

Ms. Meili Faille (Vaudreuil-Soulanges, BQ): Thank you,
Mr. Chair. I actually have questions for Ms. Fraser.

First, Mr. Chair, I would like from each department in front of us...
In the report of the Auditor General, we can see that several
investment projects are currently planned. I would like to see a chart
with all the planned investment projects for each department. I
would also like to know if business cases were done for each of
those projects and who got that mandate. I will have more specific
questions to put to the officials of each department.

First, for the RCMP, what is the name of the system that manages
the Canadian Firearms Registry?

● (0955)

[English]

Mr. Brendan Dunne (Director General, Information Manage-
ment and Information Technology (IM/IT) Business Solutions,
Royal Canadian Mounted Police): It's the Canadian firearms
information system.

[Translation]

Ms. Meili Faille: On top of the documents I just asked for, could
you please table a copy of the program and system evaluation? On
several occasions, department officials have made statements about
the system's efficiency, and there was a reference to it in the media.
This committee looks at the risks assessment and the evaluation of
various programs. I would like to know if it is possible to obtain a
copy of the evaluation of this particular system. This document
already exists.

As for the Auditor General...

Yes?

[English]

The Chair: Before we go any further—let's not leave this
question dangling—you asked for an evaluation, but there's no
indication that such an evaluation exists. I think you're going to have
to clarify that issue.

[Translation]

Ms. Meili Faille: Could you tell me if an evaluation for this
program exists?

[English]

Mr. Joe Buckle: An evaluation of the IT systems for the program?
I'm not aware of an evaluation. If there is one, I can certainly get it to
you.

[Translation]

Ms. Meili Faille: Could you check with the department if the
program and system evaluations exist? They were mentioned several
times. You are here to talk to us about IT systems. I want to make
sure that this system was duly evaluated.

[English]

Mr. Joe Buckle: I'm not aware if there was an evaluation of the—

[Translation]

Ms. Meili Faille: Check with the department and send the answer
to the committee.

Thank you.

[English]

The Chair: Just to clarify that issue, I want to make it absolutely
clear that Mr. Buckle is going to determine whether or not there's
been an evaluation of the present IT platform system.

And if that evaluation has been done recently, then you will
provide this committee with a copy. Is that right?

Mr. Joe Buckle: Absolutely.

The Chair: Okay.

Go ahead, Madame Faille.
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[Translation]

Ms. Meili Faille: Thank you very much.

Madam Fraser, I listened to the speeches of the IT officials. I
understand your audit but I want to check one thing. You are not
giving some departments a blank cheque so that they can update
their IT systems.

What would you like these departments to do before they start
spending the money? Would you expect that business cases be done?
Would you like that to be done before a strategy is chosen?

Ms. Sheila Fraser: Yes, absolutely. Mr. Chair, business cases
must be done. Also, different options must be analyzed. The
secretary mentioned it. This is not just about replacing existing
systems. Several of them are a few decades old. Maybe there are
more effective and efficient ways to do the same work or to get the
same results. This is a lot more than simply replacing one system by
an equivalent system. The processes must be examined. Since we are
talking of an expense of several million dollars, I think this is a good
opportunity to take the time to do things well.

Ms. Meili Faille: Okay, thank you. This justifies the information
request I made earlier.

Madam d'Auray, in 2007 you put in place a policy on project
management. The goal was to properly manage the IT projects. The
various departments have been criticized over the past few years.
They were scrutinized by the Auditor General. On several occasions,
department officials have told us that the policies were too hard to
follow and that not enforcing them all was a way to limit costs. Is
that the case currently?

Ms. Michelle d'Auray: Mr. Chair, we have two major policies on
the management of IT investments. One concerns investment
management and planning, and the other project management. I
think the work we have done—and I will ask Ms. Charette to give
more detail—with the departments to make sure they have project
management capacity follows from an audit made by the Office of
the Auditor General in 2006. You mentioned that audit.
● (1000)

Ms. Meili Faille: I understand the policy details. It is not the first
time you appear here to talk to us about them. But today, IT directors
are here. I would like you to tell us if each department has strictly
followed that policy or if they have strayed from it in some
situations.

Ms. Michelle d'Auray: I will ask Ms. Charette to give you a more
specific answer.

Ms. Meili Faille: You could follow the example of the Canada
Revenue Agency. Has the agency upheld to the letter each of these
projects?

Ms. Corinne Charette (Chief Information Officer, Treasury
Board Secretariat): The purpose of our policies, be they on project
management or on other issues, is to provide the best practices and
the necessary direction to departments. It is up to the departments to
capture, apply and implement them. I must say that these policies are
not difficult to follow and that my colleagues are very rigorous and
methodical in applying them.

We are not here to conduct an exhaustive review, but under our
annual accountability and evaluation process, we review the

indicators we asked the departments to provide to ensure that they
did indeed follow the various policies.

Ms. Meili Faille: Mr. Chairman, I also asked the question of the
Canada Revenue Agency. Can the agency's representatives at least
answer the question?

[English]

The Chair: Very briefly, if you can, Mr. Poulin.

Mr. Peter Poulin: Certainly.

You'll note there were no recommendations for the Canada
Revenue Agency in the AG's report. This is because we did follow
up rather rigorously. We have a very rigorous, strict program on
assuring that the sustainability of all infrastructure, hardware and
software, is within its expected life cycle and that we do the annual
refresh on our inventory of applications to track which ones are in
need of sustainability investment. As well, we have plans for each
line of business as to what applications need that investment, and we
work with the CFO internally to try to fund these largely from within
the agency.

In the case of the individual benefits systems, we work with
central agencies to try to find funding to take on those larger
challenges.

The Chair: Merci, madame Faille.

Mr. Christopherson, seven minutes.

Mr. David Christopherson (Hamilton Centre, NDP): Thank
you very much, Chair.

Thank you all for being here—and there's a lot of “all” today.

I want to start with the chief information officer. In the auditor's
opening remarks, she comments as follows:

The audit also examined whether the Chief Information Officer Branch of the
Treasury Board of Canada Secretariat has determined if aging IT systems is an
area of importance to the government as a whole....We found that the Chief
Information Officer Branch of the Treasury Board of Canada Secretariat has been
aware that aging IT poses significant government-wide risks for over a decade.
However, it has not formally identified the issue as an area of importance for the
government. Furthermore, it has not established or implemented government-
wide strategic directions to address the issue.

In your opening remarks, deputy, you said the following:

As a central agency, the Treasury Board Secretariat isn't there to tell departments
how to manage their organizations.

Rather, we are responsible for establishing the overall government-wide strategic
direction for IT through policies and policy instruments. We do this in
consultation....That is why, until now, we have looked at the risk of departmental
IT systems on a case-by-case basis. But this new assessment will allow us to gain
a government-wide perspective.

What I don't understand is this. Your mandate is information, and
there's evidence that this has been a growing problem for a decade.
At best, we have one-offs in some departments but no overall view.
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It seems to me that would be your role.

● (1005)

Ms. Corinne Charette: Thank you, Mr. Chair.

Certainly, at CIOB we have in fact been aware of this issue and
working on it over the last ten years in a variety of ways, and
certainly, over the last year that I've been in my role, with a more
sustained focus on a number of different facets.

What we have not done, and I do agree with the OAG's report, is
that we have not yet come up with an aggregated view of this issue
from a pan-government or pan-Canadian—

Mr. David Christopherson: Why not? Isn't that your role?
They've already got information officers at each level of the
department. Your role is the overall. Wouldn't it be obvious that one
of the first things you need to do is to get that pan-government view?

Ms. Corinne Charette: We work with the different CIOs and
different departments constantly and continuously on many different
issues. We do have a view of many different pressures, in both
infrastructure and applications across the community...and a number
of strategies to implement that. In fact, over the last three years we've
been working through the MAF process to reinforce the necessity for
the CIO in each department to have IT investment plans in
accordance with the government policy on investment planning. In
fact, in the last round of MAF, we specifically asked them to identify
aging IT as a pressure.

What we have not yet done is we have not yet aggregated
specifically the inventory of mission-critical systems across the
government; prioritized them in some format; and/or aggregated the
total investment that might be required once we really normalize
what people mean by mission-critical, whether they are in fact key
priorities of every department. That will take some time. It will take
the time that we need to consult with the community, agree on what
is a priority individually by department within their portfolios, and
bring that back.

Mr. David Christopherson: Okay. Thank you.

Auditor General, help me; I'm hearing all this...and I understood
about half of it. I'm seeing that the ball has been dropped in that
office. But that's just my view of this. What are your thoughts?

Ms. Sheila Fraser: Well, Chair, we certainly would have
expected, given the risks involved with aging IT across government,
that there would have been a central location—the CIO branch is
clearly the one that was indicated to have a government-wide
strategy—and that they would have assessed what the priorities
would be, what the coming funding pressures would be.

If we talk as well about changing systems to become more
efficient, we can get into perhaps a long debate about this, but I
really think there has to be some central direction given on that to
departments, not leaving all the departments to do as they wish.

We clearly, based upon the responsibilities that have been set out
for the chief information officer branch, would have expected that
overall strategy and that information to be available.

Mr. David Christopherson: Reading this, that's what I would
have assumed too.

I'll move on to the funding aspect.

Regarding HRSD, in your opening comments, deputy, you
bragged about doing $120 million of modernizing technology over
three years, but in here I see a ballpark figure of about $2 billion.
That's just what has been identified so far.

We spend a macro number, from the Auditor General's....

Is it $5 billion a year or $50 billion? Does anybody know?

A voice: It's $5 billion.

Mr. David Christopherson: Okay.

So on $5 billion a year overall...and I'm just looking at this one
piece. I realize it has to be split up, which is why I'm asking. But you
were bragging about $120 million over three years on a macro $5
billion issue. That doesn't seem like a lot to be bragging about.

Ms. Gini Bethell: Thank you, Mr. Chair.

The $120 million expended over three years was to actually
address some of the more critical infrastructure areas of the EI
system. I think the $2 billion—you're right—is an aggregate of
what's required for three departments to actually upgrade and refresh
the infrastructure across the board. We have approximately $524
million of that identified for our department.

So I didn't think it was...I was not trying to brag; I was just trying
to say that we have been demonstrating that we have an awareness
that this needs to be done and that we have segregated funds to
actually work on the improvement of our infrastructure environment.
It was more to demonstrate that this was a known requirement within
our department, that we were taking it very seriously, and that we
have taken methodical steps to address the infrastructure issue.
● (1010)

The Chair: Thank you, Mr. Christopherson.

Mr. Saxton, you have seven minutes.

Mr. Andrew Saxton (North Vancouver, CPC): Thank you, Mr.
Chair.

Thank you to our rather large group of witnesses for being here
this morning.

My first question is for the Auditor General.

Ms. Fraser, you mentioned the term “mission-critical” IT systems.
Can you explain to us what you mean by mission-critical IT systems,
please?

Ms. Sheila Fraser: Thank you, Chair.

Each department...and I'll perhaps mention CRA, because I think
we noted in the report that they do this in quite a rigorous fashion.
They go through and identify all of the improvements or changes
that they think will be required over the next while; I think it's a five-
year plan that CRA has, five- or ten-year plan. Then they go through
a prioritization to see which ones are critical to the continued
sustainability of their systems.

It's really a way to prioritize and to accord importance to the
various changes that they see in their investment plan.

Mr. Andrew Saxton: Thank you.
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My next question is for the Treasury Board secretary.

The Auditor General mentions in her report several departments'
aging IT systems. How will the TBS—specifically the chief
information officer branch of the Treasury Board—work with the
departments mentioned in the Auditor General's report to follow up
on the Auditor General's recommendations?

Ms. Michelle d'Auray: Thank you, Mr. Chair.

I will start, and then I will ask my colleague Ms. Charette to pick
up.

One of the key elements that has been mentioned, and that Ms.
Fraser has also mentioned, is that we have been working with
departments to ensure that they do have investment plans. We may
not have a list right now of all the mission-critical systems across the
government, because there are currently very varying definitions of
what is a mission-critical system. Each organization does really have
the responsibility to do its own investment plan, and I think the
Auditor General has just recognized that by saying that CRA has a
very good planning process and priorities. HRSDC—each one of
these organizations has to have their own plan, because they have a
responsibility to deliver on their mandates and their priorities.

What we have not done is come up with a common set of
definitions as to what is mission-critical. Can we start looking at
them across the Government of Canada? That is what we are
endeavouring to do and have committed to do. We have looked,
obviously, at what are some of the key priorities per department, per
mandate, and have been working very actively with those
organizations when those mission-critical systems are identified.

So I do not want to leave the committee with the impression that
we have not done anything, that we don't have a sense of what the
risks are. But what we have been asked to do and what we have
agreed to do is to come forward with a more systematized,
coordinated approach, where the definitions are shared and where in
fact we can look at what the overall picture is.

It is, and will still remain, the responsibility of each organization
to do their investment planning and to do their portfolio manage-
ment, because they are ultimately responsible for the delivery of their
services.

I'll ask Ms. Charette to just pick up on the process we will then be
following to make sure that we respond to the Auditor General's
report.

Ms. Corinne Charette: Thank you, Secretary.

In fact, we will be launching very soon our work in order to
develop the report, and the action plan, and the strategy that the
OAG has asked us to move forward with and that we do agree is
necessary. Between the period of June and December, we will be in
fact conducting our own comprehensive survey of the departments
across the federal government to make sure that we do get a
complete inventory of mission-critical systems that is consistent to
common definitions and that identifies the risks and the priorities
that these departments believe these mission-critical systems are to
them.

That will take us over the next six months. In December, we will
then start to basically standardize and aggregate those findings so

that by April we can come up with a really thorough and easy-to-
understand government-wide assessment of what is mission-critical,
how many are out there, what would be the overall investment
required to address these, and how might we attack priorities given a
situation where investment may well exceed the funds of any one
department. We will be looking at that very carefully.

Then, for the next year, we will work with our CIOs across
departments, who will be working with their own business
stakeholders, to work out really what are the government-wide
priorities that we can agree on and to focus in on what really has to
be renewed, what can be consolidated or replaced, what can be
sunsetted—because programs do evolve—so that by December 2011
we should have fundamentally finished our analysis, and we intend
to wrap that up with a report on our recommended direction and our
guidance to departments by April 2012.

I would also add that even though we have not come up with an
aggregate view of certain, if you will, high-risk infrastructure, we
have been working very closely with Public Works over the last
eight months on a data centre strategy that involves really addressing
the risk of this fundamental infrastructure across the government.
We've in fact a mid-term strategy for data centres that looks at some
of the more pressing data centre risks across the government, and we
have a more long-term study under way, which will in fact be
completed by the end of the calendar year, that will identify just what
we can do moving forward on this fundamental infrastructure. We're
also working with a number of other departments on different efforts
on other, if you will, back-office systems and pressures, and we
continue to work with departments in helping them adopt our
policies so that they may assess the risk of their operational systems.

● (1015)

Mr. Andrew Saxton: Thank you very much.

My next question is for the RCMP.

It appears that the RCMP has done a good job at taking steps to
address the aging IT issues. Could you share with us some of the
positive measures you've taken in this regard?

Mr. Joe Buckle: Thank you for that question.

We've looked at it from a portfolio perspective to ensure that we
understand where the priorities lie and how we may address them.
Although we've identified a $620-million spend, we know that we
can prioritize that to the more pressing needs. We've been recognized
for the portfolio approach, and we've taken measures to ensure that
supporting technology is understood by the senior management of
the RCMP and is factored into their planning and prioritization
process.

Mr. Andrew Saxton: Thank you.

The Chair: Thank you very much, Mr. Saxon.

That concludes the first round. We'll now go to the second round
for five minutes each.

Mr. Lee.

Mr. Derek Lee (Scarborough—Rouge River, Lib.): Thank you,
Mr. Chair.
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I'm very pleased to have all of this good work of the Auditor
General and the departments here for review from an accounting
perspective. I'm a little nervous publicly discussing our government's
vulnerabilities and exposures like this, but I guess we have to do it.
Some of you will understand why I don't like discussing it.

So I'm not going to drill down really deep, but I want to address
one big question. It came out of the response of Treasury Board to
the Auditor General's report. It signals kind of an ambiguity about
who really is responsible for leading in these types of initiatives.

I'll just read from the recap in the schedule in the Auditor
General's report:

current and future investment needs, and decisions related thereto, are developed
and made by ministers and Cabinet, as well as by deputy heads under their
authorities

That signals to me that there's a divided leadership. It's been
mentioned earlier, but I haven't heard anything that signals to me that
a particular minister or a particular cabinet decision has said, “Get on
this case. Do it now. Here's the leadership.”

So can I assume—and I'll direct this to the secretary of the
Treasury Board—that that leadership, that directive, that engagement
of the cabinet or ministers hasn't happened? Or is there some
information missing to us?

Ms. Michelle d'Auray: If I may, Mr. Chair, we did not want the
intent of putting forward the funding request to be the responsibility
of the Treasury Board Secretariat, because the funding requests and
the accountabilities for the expenditure of those funds do rest with
each organization and the minister responsible for that. That's what
we meant by that.

We can give direction, we are giving direction, and we are
working with organizations. But on the specific requests for funding,
for example, we worked very closely with the renewal of the pension
systems that are with Public Works and Government Services,
National Defence, and the RCMP. We as a secretariat worked very
closely with those organizations to ensure that there was a
coordinated approach, a common platform, and we did not end up
with three disparate systems that could not communicate with each
other.

We did that, but their specific requests for funding were each put
forward by the respective ministers, because the delivery of those
initiatives rests with those respective organizations. That's all we
meant by that. We did not carry the funding requests, nor do we
intend to carry those funding requests. We help shape, coordinate,
and support. We play our challenge function and make sure that the
funding requests are reasonable and the priorities are clear, but we do
not carry the responsibility for taking those requests and for
receiving the funds.

So that's all we meant by that. There is a divided responsibility, for
obvious reasons, for the accountability for the expenditure of funds.

● (1020)

Mr. Derek Lee: Is it your view that the cabinet ministers are
currently adequately possessed of enough knowledge to take those
steps?

Ms. Michelle d'Auray: I am of the view that deputy heads, Mr.
Chair, are in fact well aware of the management of their
responsibilities. They have, as you've seen, investment plans—

Mr. Derek Lee: Okay. You're addressing the deputy heads. And
that's fine; from your perspective—

Ms. Michelle d'Auray: If I may finish—

Mr. Derek Lee: My question was about the cabinet, not the
deputy heads.

Ms. Michelle d'Auray: Well, the deputy heads do inform their
ministers. When those requests for funding are made, they are made
to cabinet after the due process of examination and establishing the
priorities.

So the short answer to your question would be “yes”.

Mr. Derek Lee: Okay. Good.

We all wish there was one-stop shopping here—you may well
wish it as well—and there isn't because of the dispersal of this stuff
throughout government. That means perhaps nobody really carries
the can on it, although Treasury Board seems to have a leadership
role, but you have very few levers to pull.

Maybe that's food for thought. Maybe we can—

The Chair: Okay, Mr. Lee. Your time is up.

Mr. Derek Lee: That's a great misfortune.

Voices: Oh, oh!

The Chair: It depends on how you look at it.

Mr. Kramp, you have five minutes.

Mr. Daryl Kramp (Prince Edward—Hastings, CPC): Thank
you, Mr. Chair.

Welcome to all of our guests.

I'm not confused here, but maybe I'd just like to play devil's
advocate for a second. We have the Auditor General stating that we
have aging IT systems that are a major risk. We have all of the
departments basically agreeing with the Auditor General that there
have to be improvements. And yet, individually, all of the testimony
here today from departments basically gives us the indication that
things are in pretty good shape: 97% or 99% efficiency; really not a
problem; things are in hand.

Well, then, where did the Auditor General get that information
from such that 40 information officers requested...? Do you have a
problem with spending more money to solve that problem? Do you
need new systems? Who's going to say no if you have a chance to...?

I drive an old 2003, although I could probably drive a 2010 car. It
works well, gets me by, and does a great job. Do I need the 2010
model? If I need it, we'll go out and buy it. It's very easy to ask if you
would like the new and improved version of the same. Wonderful—
but does the product that we now have work? Is it efficient? Do we
need the Cadillac version of the Chev? These are some of the
questions that I would like to expand on.
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Auditor General, you're suggesting that for the safety and
efficiency of this country, we need to spend, spend, spend more
on our IT file to have it up to date. According to the chapter, we're
already spending over $5 billion a year now. Obviously, somehow, in
some way, this is either inadequate—it's not enough, or it's not being
spent efficiently—or our systems are sadly outdated.

I'm really getting some mixed messages here.

● (1025)

Ms. Sheila Fraser: Chair, I don't think our report says “spend,
spend, spend”. What our report does say is that aging IT—I'll come
back to what we mean by aging IT—is a significant risk for the
government. There needs to be a good assessment of what that risk
is, and then there has to be a plan to deal with it.

We have seen, in the five departments we looked at, that there
were three who had prepared longer-term plans and who had
indicated that they had done the assessment of the funds they
required. And the shortfall from their current funding levels is $2
billion. So to me, this is a significant issue. There are significant
investments.

Now let me come back to what we mean by aging IT. It doesn't
simply mean that a system is 30 years old. A system could in fact be
that age and still be working efficiently and still continue on. But we
note in the report that there are systems in the government in a
language that is no longer taught in schools. And people are retiring,
so there is a question of human resources and who is actually going
to be able to modify these programs if modifications are needed.

There are issues with the infrastructure. We have a case of a data
centre where the HVAC heating and ventilation system is no longer
supported by the manufacturer. So if the air conditioning breaks
down, those computers can't work.

At CRA, one of the major data centres is 40 years old and was
never designed to be a data centre.

So there are major issues throughout government. What we are
calling for is to have a good profile, good information about what
these expenditures are going to be, recognizing that changing some
of these systems is not a question of a few months or even a year. It
can take many years, and if they all come in at once and they all need
money, there will never be enough money to do it. So it's a matter of
planning out how this is going to happen, making sure there is some
coordinated approach to this, making sure as well—and the secretary
talked about the administrative services review—that there is a
thought given to how these services can be delivered in a different
way. Some of the systems we have here are no longer....

I mean, we often talk about getting more efficiencies from
government, and there probably are ways to make these programs
more efficient, but it will require an investment in technology and a
different way of doing things. Many of the programs have a lot of
steps and a lot of complexity to them. To make it simpler to manage,
you are going to have to change the way the systems work, and that
is going to involve a lot of money.

Mr. Daryl Kramp: I'm out of time. It's unfortunate, because I
have so many questions.

Mr. Chair, perhaps we could schedule another meeting on this
one. There are a number of questions that we really need answers to.

The Chair: It might be an idea. We can discuss that later, Mr.
Kramp. It might be an idea to just have another meeting in a year's
time to see how things are.

Madame Faille, cinq minutes.

[Translation]

Ms. Meili Faille: Thank you, Mr. Chairman.

In various sectors, postings on MERX have increased. I have been
following postings on MERX for five years, and over the last few
months, I have noticed that there are more investments to be made,
meaning that there are more requests for proposals on MERX.
However, the government has asked everyone to tighten their belt.
According to rumours, $1.4 billion in investments will be cut.
Departments have been asked to tighten their belts.

I am trying to see whether your current projects are in conflict
with the streamlining requirements that have been imposed. I would
like to hear what the representatives of Public Works and of the other
large departments have to say about this.

Incidentally, I would like to congratulate Mr. Chénier for the
decisions he made last year. A little earlier, in the hallway, he said
that he was working very hard at giving SMEs better access to
contracts in various sectors, including information technology, which
is one of the most important sectors in government, as well as in
other areas, such as furniture management and so on. I therefore
wanted to congratulate him, because he made a difficult decision,
namely to pilot a project making it easier for small companies to bid
on large projects.

I did not want to single you out, but sometimes good work needs
to be recognized.

● (1030)

Mr. Maurice Chénier: Thank you, Mr. Chairman. I will answer
the many aspects of this question.

First, I do not have any information with me concerning the
business volume on the federal government's request for proposals
system. I therefore cannot answer the question, unfortunately.
However, I can make a clarification.

It often happens that at the start of the year, when we get our
information technology budgets, the money is spent on the first
stages of a project. Therefore, it is not abnormal that some
departments, like Public Works and Government Services Canada,
have a small surplus at the beginning of the fiscal year. I think it is a
sign of good management to begin a project early on, so that it can
be finished on time and as authorized by the management team.
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Another aspect deals with the smart management of information
technology investment. Yes, it is true that, given the current financial
constraints faced by every department, it is not business as usual.
Because of the way governance operates at Public Works and
Government Services Canada, we agree with the Auditor General
that we need to review our priorities and spend money on priority
projects, and to keep in mind the issue of whole-of-government
governance. We have already done this. As a result, we want to keep
on investing in our priority systems. We do not want government
employees to miss a single paycheque, which is important for a
motivated and functioning public service. Further, it is important for
future pensioners to receive their benefits. As you know, we are
investing in these systems to modernize them, since we do not want
to reach a point of crisis.

Ms. Meili Faille: You say that you feel the pressure of
expectations. You realize that investments have to be made and
systems maintained. Earlier, my colleague, who has in the past
worked in IT, whispered to me that these investments increase
productivity. So we have to modernize our systems, and do so in an
intelligent and rigorous way. What you are telling us is that you are
under a lot of pressure. The new directive is creating more pressure.

Have you explained this to the secretariat, and perhaps to others? I
do not want to put you on the hot seat, but—

Mr. Maurice Chénier: We are constantly talking with
Ms. Corinne Charette. The chief information officers meet every
month. These discussions happen more and more frequently. Has the
situation been explained in detail? I believe things will become
clearer as we gather information, as Ms. Corinne Charette and
Ms. d'Auray said today, in the interest of gaining a better picture of
how these pressures affect government as a whole. Ms. Corinne
Charette reviews every request for IT funding. She does so every
year. So she is very aware of the pressure we are under right now.

Ms. Meili Faille: The government has asked you to make these
cuts by December 31, 2010, correct? I want a clear answer. You say
that you are under pressure right now, but I want to understand what
the urgency or importance is with regard to this issue. Do you have
until December 31 to table your report?

● (1035)

[English]

The Chair: If you can address that briefly, Madame d'Auray, we'll
go to Mr. Shipley next.

[Translation]

Ms. Michelle d'Auray: Thank you, Mr. Chairman.

It is a two-year action plan. We have two years to gather the
information and to prepare the action plan. As for the operating
budget freeze, let me distinguish between two different things. The
freeze of operating budgets begins in fiscal 2010-2011, and it will
apply over three years, namely 2010-2011, 2011-2012 and 2012-
2013. It is a freeze of operating budgets, rather than cutbacks.

[English]

The Chair: Mr. Shipley, five minutes.

Mr. Bev Shipley (Lambton—Kent—Middlesex, CPC): Thank
you.

It would just appear to me that there is this pulling together of
likely one of the most complex systems that I've ever tried to
understand. And $5 billion a year is a lot of money. The Auditor
General is saying that it's going to take $2 billion to be spent to bring
it up to speed. The Treasury Board becomes the oversight of the
agencies and departments in terms of being able to bring together a
coordinated, compatible...and I don't know whether the issue is
hardware or software, or both.

I also hear that you as departments and as ministry representatives
have made some significant changes.

Ms. Bethell, I think you had one of the greatest images, that it was
like fuelling a plane in flight. Quite honestly, I think it tries to reflect
to us an understanding of how this thing is just ongoing. It's a
program in motion.

You say in your report, “We take our responsibilities very
seriously. The EI, CPP and OAS programs represent $80 billion
annually in social benefits to Canadians, representing 85% of all
Government of Canada payments to citizens. These payments all
rely on technology.” You say as well that “Canadians are not at
risk—there have been no IT failures as a result of aging IT
infrastructure.”

I'm kind of hearing, though, that this isn't what the AG is saying to
us. I ask those ones because there have been similar comments by
the AG, similar comments to what Ms. Bethell has made in terms of
your departments, about what you're doing.

So strategically—not one time, but strategically, going out—have
you been moving ahead? I think there was an initial response in the
2006 report. Has there been strategic movement since then, and have
you been hampered by a lack of budget funding?

I'll start with you, Ms. Bethell, and then I would look for some
comments from others.

Ms. Gini Bethell: Thank you, Mr. Chairman.

Yes, from 2007 on, in fact to this point in time, we have been
making investments on an ongoing basis.

The notion that I would hope we have clarity on here is that in the
longer term, if my colleagues and I were not making investments and
were not planning to renew the infrastructure, then we would be
putting Canadians at risk—in the longer term. Where we stand today
is that we are taking measured approaches on a year-by-year basis to
ensure that whether it's the hardware, the software, or the
applications themselves, they continue to be refreshed in such a
way to be able to respond not only to the departmental priorities but
also to any changes that we may have to make. For example, EI for
the self-employed last year was something that our department
needed to respond to, and we did so.
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I think what we need to be focused on is that we are able to
manage and deliver the responsibilities we have today. If we were to
not make investments moving forward, for the next foreseeable
future, we would be putting Canadians at risk. What we have been
trying to demonstrate here today and with the support of the Auditor
General is that we are aware, we are making those investments, and
we are continuing to ensure that as we proceed forward, the
availability of our systems continues to support the requirements.

So that's why, when you hear us talking about 98% or 99%
availability, that hopefully gives you confidence that we are able to
manage today. But longer term, if we were to wait two or three more
years and not continue these investments, we would be in difficulty.
Why? It costs more and more money to manage those older systems.
Sometimes maintenance and expertise are no longer available. So the
costs and the amount of workload that our people have to undertake
to keep things running continues to grow. That's why in the longer
term it is untenable for us to continue.

● (1040)

Mr. Bev Shipley: Just so that I can save some time, are those
comments fairly reflective across the other departments?

Thank you.

And the nods were up and down, not crosswise.

I'm running out of time here, so I have just a quick question for the
RCMP.

You made a comment in here that evergreening includes coverage
increase to minimize “no signal” areas. What percentage of your
areas now have no coverage? I know that municipally, provincially,
and federally we put money to help fix this, quite honestly, not only
for our enforcement people but for personnel people. What
percentage of “no signal” areas do you have left?

Mr. Joe Buckle: I can't give you a percentage. What I can tell you
is that we work with the policing agencies in each province as we
renew the infrastructure. With the new bandwidth becoming
available, that allows us to bridge some of those gaps. If we go
from 170 megahertz to 400 megahertz to 800 megahertz, it gives us a
little more latitude.

We would assess it on a case-by-case basis. For instance, the new
system that we're looking at down in the Maritimes will address
some of those low-signal areas in New Brunswick. Right now we're
working with the province to determine exactly where we would
position our towers to do this.

Mr. Bev Shipley: So it's small in terms of areas.

Mr. Joe Buckle: Yes, it is.

The Chair: Thank you, Mr. Shipley.

Mr. Christopherson, you have five minutes.

Mr. David Christopherson: Thank you very much, Chair.

I want to get to the issue of a potential cyber attack, but I have a
couple of comments on the way there.

First of all, Madam Bethell, you mentioned that if we'd waited a
few more years.... You made it almost sound like you were all here
together as one big group to make a presentation, and, like certain

others in politics, you pretty much had to be brought kicking and
screaming. This is something we're familiar with.

You mentioned that if we'd waited years, we'd have been in
trouble. So my question is this: if the auditor hadn't done her report,
would this have just gone on into crisis?

Ms. Gini Bethell: Thank you, Mr. Chair.

Not kicking and screaming: I was actually pleased to be here
today to bring some comfort, I think, to the members of the
committee.

What I was hoping to demonstrate in the opening remarks was that
all of us have been aware of this situation—

Mr. David Christopherson: No, no—sorry, but my time is
limited—it was your recent remarks, not your opening remarks,
where you said that you were glad that you were all here together
presenting to us. That's why I was pointing out...although it may not
have been quite that way.

At any rate, the fact is that you said if you'd waited all those years;
but you're here in time; so—phew—everything's okay. My question
is this: if the AG hadn't stepped in, would we have just walked into
the abyss?

Ms. Gini Bethell: No. Actually, I have taken initiatives during the
last three years to begin to address this issue. I think with the Auditor
General's report, it has given additional support for the reality of the
situation we face. It has been quite helpful.

So no, we haven't been waiting. We are aware. It's a confirmation
of the reality that we have in our departments.

Mr. David Christopherson: All right. I accept that this is your
interpretation. Mine would be just a tad different. But that will be for
the report.

Two, just to be fair, I was the critic for Canada Revenue Agency,
so of course there are lots of horrible things I've said about the
agency. I want to give you the recognition and credit that you're due,
that there weren't any recommendations necessary for you. You did a
great job, and congratulations on that.

However—turning to the RCMP—the Auditor General's report,
page 8, section 1.14, said that the “RCMP did not include aging IT as
a corporate risk”. Pourquoi?

Mr. Joe Buckle: Thank you for that.

The response to that question comes down to how we look at our
risk and how we use the integrated risk management methodology.
As I pointed out in my opening remarks, we have spent a great deal
of money over the last many years enhancing or replacing those
systems that we felt were at highest risk.

The systems that we feel we have to replace most urgently are the
radio systems, and we have a strategy in place for that. Where the
aging IT systems actually did hit the top five—the risks were
assessed, and we included the top five on the RCMP risk register—
“aging IT systems” as a title didn't make the top five. What did make
the list was “lack of funding”. That's where we can tie in our need to
get funding to replace the systems, as we prioritize them.
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● (1045)

Mr. David Christopherson: I see. Thank you.

My last question takes us back to the cyber risk. We dealt with this
in a separate report on cyber attack. I'm the furthest from an expert
that you could possibly be, but it would seem to me that the older the
system, the more vulnerable it would be, and the easier for hackers
and others to attack.

I'm just wondering how much of our exposure.... The government
has finally announced a plan, but for the longest time there was
nothing. Again, thanks to the AG report, there was a response to that.

To anyone who feels they're quipped to answer this, how much of
this aging technology plays into concerns about potential vulner-
abilities to cyber attack?

Ms. Corinne Charette: The risk of cyber attack or the
maintenance of cyber security is a top priority of CIOB. We
reissued the government security policy last year with a strong focus
on this matter. In fact, we're working on the number one initiative to
address that, which is a consolidation of Internet access points for the
government-wide network. This really is the first line of defence: to
permit only authorized access into the government cloud, so to
speak, and the use by authorized people of data and systems. For the
last six months, we've been working with Public Works on
consolidating these access points across government departments.
We continue to work on that, and we hope to have quite reduced that
risk over the next six to eight months.

Mr. David Christopherson: Thanks, Mr. Chair, and thanks to all.

The Chair: Thank you, Mr. Christopherson.

We're now going to go to Mr. Young.

Mr. Young, you have five minutes.

Mr. Terence Young (Oakville, CPC): Thank you, Mr. Chair.

Thank you, everyone, for coming here today.

I hear the folks on the other side talk about spending $830 million
here or $620 million there, as if spending a lot of money quickly will
solve a lot of your problems, and of course it won't. It's like
government by spending announcement.

But I'm also hearing today that no system has ever crashed and
caused a break in service to Canadians. No cheque for tax refunds
has ever failed to go out. No pension cheque has ever been withheld
due to technical failure. EI cheques are all going out and always
have. System upgrades are being invested in and implemented at
Citizenship and Immigration Canada. They have a new global case
management system. Public Works and Government Services
Canada has a record of infrastructure availability of 99.7%, which
is as good as or better than anything in the private sector. Even
electronic banking that lets you do your banking from your home PC
goes down sometimes, and they have to do some servicing, etc.

They've invested $120 million in technology in the last three
years, and investments are ongoing. About 45 million cheques for
the Canada Pension Plan went out last May on a modernized system.
Who would have known? The cheques just arrive in the mail.

So it's not as though the systems have failed or are held together
with baling wire or are not being upgraded.

We've also heard that you can't just throw money at IT and all will
be easy. It'll take time. It's a process that's been in motion. In fact,
like refuelling a plane in the air, this is always going to be in motion.

It sounds to me like the people in the departments were so busy
making the transitions that they took less time to actually formalize
what they were doing procedure-wise, and they didn't have time...or
no direction for government-wide coordination.

In that connection, Ms. Bethell, as you adopt a portfolio-wide
approach to IT, is it possible to negotiate government-wide discounts
on, for example, PCs, software, or mainframes?

Ms. Gini Bethell: Thank you, Mr. Chair.

Yes. As a matter of fact, we do have departmental licences that we
have negotiated on behalf of our department, and I believe some
would apply at the government level as well.

Mr. Terence Young: But there's an opportunity to take the
departmental ones and maybe put them together and do even greater
volumes, at greater discounts, is there not?

Ms. Gini Bethell: I would think that would be the responsibility
of the Treasury Board, as opposed to my specific responsibility, but
we would certainly be prepared to share the information on what we
currently have and make that available.

Mr. Terence Young: I hope they're respecting that opportunity
and taking advantage of it.

Also, I've been very concerned with many of the media stories of
stressed-out seniors and unemployed people. These stories are
perhaps misinterpreting the Auditor General's report. Could you
please reiterate why the systems are not imminently going to
collapse?

Ms. Gini Bethell: Although the applications that really produce
the cheques—or the warrants, as we call them—are written in
COBOL, an old code, they work extremely well. We still have the
in-house expertise to continue to support those applications. All
three—CPP, OAS, and EI—are on that platform.

We've also modernized the mainframe platform that processes the
applications and does all the work to make sure that the cheques can
be printed. The reality is that we can produce them. We have the
people, the knowledge, and the expertise. We have the technology in
place at this point in time to continue to produce. That's why, as a
result of the economic action plan, we were able to make
improvements to the system over the last year and were also able
to significantly raise the processing requirements while maintaining
the levels of service that we've had historically.
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I think I would suggest to Canadian citizens that they're in good
hands. We are aware that we have some continued work to do. We
have started the process. Today we have the people, the applications,
and the technology to continue to deliver; the reason the future is so
important to us is that as the systems and the applications get older,
it's more and more difficult to make changes to those applications, so
as the government sets new requirements for our particular
department and as we align with those departmental priorities, it's
more complex to actually start to modify that.

● (1050)

Mr. Terence Young: There's a risk to buying new technology as
well. For example, if you decided you wanted to buy a huge
mainframe to serve all of the government and that mainframe turned
out to be a lemon, you could end up with a crisis, so doesn't it make
sense to buy systems and test them, or to do trials or pilot tests within
a department and share the information on how that system performs
and what the costs and the maintenance issues are around that
system? Then if you're dealing with a reliable company and it has a
great product, you can expand it to other departments.

Is that something that would be part of your government-wide
programming?

Ms. Gini Bethell: Absolutely.

The Chair: Thank you, Mr. Young.

I would like to go back to the very point that Mr. Young raised.

To Ms. d'Auray or Ms. Charette, if you read what Great Britain is
doing, they're very much going in the direction that Mr. Young
suggested we shouldn't go. I'm not saying who's right and who's
wrong, but they are moving toward a very integrated government-
wide system that all departments and agencies would be part of, and
they've identified very significant savings. As Mr. Young pointed
out, if they go to that risk and this didn't work out, instead of being a
significant failure in a department, it could be a massive failure in a
government-wide system.

Is this being looked at by the Government of Canada, and is it
something we ought to consider?

Ms. Michelle d'Auray: Mr. Chair, I think there are two points I
would make. The first is that we would move toward standardiza-
tion, standard business process and streamlined business process.
That would be the first step for us, and we are doing that. Madame
Charette could speak to a couple of those areas.

The second is that I think the idea of merging everything into one
big system or platform is not ideal for an organization the size of the
Government of Canada. You have to build redundancies. You have
to build the capacity to manage differently, and you have to look at
what the core business lines are.

I'll maybe ask Corinne to add a few elements to that.

Ms. Corinne Charette: I would say that from an administrative
systems perspective, and that's the focus of administrative review,
there are opportunities to consolidate, standardize, simplify, and then
renew back-office platforms. That's not necessarily on one massive...
because government is too big and the requirements are still quite
diverse, but certainly to renew a smaller number of platforms that
currently exist across government.

But if we look at program-specific applications, such as EI or
taxation or immigration, those applications are difficult; there's not
much of a good argument for centralizing. Those areas are where
departments will continue to focus their investment plans, strategies,
and renewal efforts. Hopefully over time, and as a result of this
review, we can reduce their burden of renewing and investing in
common infrastructure that is very similar—for instance, data
centres, as I mentioned, or more secure renewed networks, and
certain back-office applications that can be streamlined and
standardized before being renewed. Hopefully we can reduce the
overall burden of investment and renewal.

The Chair: Thank very much.

Monsieur Dion, cinq minutes.

[Translation]

Hon. Stéphane Dion: Thank you, Mr. Chairman.

On the one hand, this report tells us there is a risk of systems
breaking down, which would be followed by serious consequences.
On the other hand, some people, like Mr. Young a little earlier, say
that there has never been an incident and that the system works well.
So I wonder why we need to massively invest in this sector.

I want to take this report seriously. To do so, today I should have
heard each of you not only commit to receiving reports, priority
updates and risk assessments, but also a contingency plan, including
investments which will have to be made in the coming months.

Perhaps I did not listen closely enough, but I did not hear that.
Each of your departments and agencies—

● (1055)

[English]

You will have to identify something like 5% of cuts, because the
government needs to decrease its deficit. A large part of your
operations cost is linked to technology of information, so I have a lot
of concerns.

If we take this report seriously and then you come with an urgency
plan where you identify investment in the coming months, and you
say we need to invest more in order to satisfy the risk that the
Auditor General identified, will you continue to say in 2012 that you
will have reports and priorities? In the meantime, you will have to
identify cuts, and maybe the cuts will be in exactly these systems.

[Translation]

Madam Auditor General—I have very little time—are you not
concerned to see that there is such a feeble sense of urgency despite
what you say in your report?

Ms. Sheila Fraser: I am reassured, Mr. Chairman, because the
government stated it agreed with me and several departments have
investment plans.

However, I think Mr. Dion raises a very good point, which is that
we are living in an era of budget cutbacks. Even though budgets will
remain the same, salary increases, as well as other expenditures, will
have to be paid, so the question is, will the government maintain its
level of investment in IT systems?
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The report clearly reflects the fact that departments have indicated
in their plans that the money available is not enough for them to meet
their objectives. So there is a funding shortfall. The RCMP identified
this funding shortfall as one of five risks. I believe it is a serious
problem, and we absolutely need a strategy to clearly identify where
money must be invested, and where that money will come from.

Hon. Stéphane Dion: Perhaps Ms. d'Auray would also like to
answer, given that the Treasury Board will certainly be given a great
deal of responsibility in light of these priorities.

Ms. Michelle d'Auray: Thank you, Mr. Chair.

That is why I said that we agreed with the Auditor General. I think
that if you do not have, as you mentioned, this feeling of urgency, it
is because the priorities have been identified in most of the essential
systems. The investment plans have been identified by the
departments and Ms. Fraser has noted this. All that is missing is
really the establishment of priorities for a government-wide plan.
The departments have all done this. If you put all of this together,
this may look staggering.

What is important for us, and this is where we agree with
Ms. Fraser, is that we need to have an overall vision. If we were to
invest in everything, we may not be making the best possible or
necessary investments. So we have to make choices. We have to set
priorities. What Ms. Fraser told us, and this is something that we
agree with, is that we need to have this capacity for planning. If we
go too quickly, for example, if we declare an emergency and proceed
too quickly, we may spend a great deal of money without necessarily
having set the right priorities and the best mechanisms for making
such investments.

Yes, investments in this sector may be very expensive. So we want
to take the time that we need. We want to set the right priorities to
ensure that the investments are made in the right places according to
a reasonable and doable timeline. Even though you may think that
this takes time, in order to do this properly, we need to take the time
that it takes because the investments are very significant.

[English]

The Chair: Merci, monsieur Dion.

Mr. Dreeshen, five minutes.

Mr. Earl Dreeshen (Red Deer, CPC): Thank you very much, Mr.
Chair.

Thank you to everyone for being here today.

First, to the Auditor General, you mentioned in your report that at
this point in time what you saw was a funding shortfall of $2 billion.
But you also indicated that this has been an ongoing problem over
the last 10 years. Here it was in 2009, but did you get any
information as to what it was 10 years ago, what the shortfall of
funding would have been at that time, or five years ago? This isn't
something that has just happened in the last little while. In your
surveys, when you're asking questions as to what the history has
been as far as shortfalls....

We know that money has been coming in and that it's being spent
continually, so I'm curious whether you have any information in that
regard.

● (1100)

Ms. Sheila Fraser: No, Chair, this is not something that we
looked at, and this is not something the office has done in the past, so
we wouldn't have that information.

Mr. Earl Dreeshen: Thank you.

Ms. Bethel, you mentioned the costs that were incurred or the
problems that were incurred when EI for the self-employed was put
in. For that and any other new programs, does your department have
the ability to inform what the costs will be for any new IT
implementation for new programs? How does that get to the
departments, and how is that put into their budgets?

Ms. Gini Bethell: Thank you, Mr. Chair.

Basically, what we look at first and foremost is if the investments
made in technology are aligned to the priorities of the department.
We start with that.

When there is a direction set in the Speech from the Throne or the
budget, one of the first things we look at, working in concert with
our program branches, is what the specific requirements are going to
be compared with what we currently have available. Then as we go
through and identify the requirements, we start to cost out what is
required, whether it's any kind of upgrade, code development, people
skills, etc. At the end of that assessment, we have a budget that we
put in place, in terms of being able to deliver on that particular
requirement. It goes back through the governance process in the
department to ensure that it is, again, aligned, and that it has scrutiny
in terms of what the assessment results were.

If we receive the support from what we call our portfolio
management committee that the deputy chairs, then we actually go
and develop a detailed implementation plan to address those
requirements.

Mr. Earl Dreeshen: So there's a recognition, then, that new
programs indicate new costs and, because you know there are going
to be new programs, of course, that could well be part of the reason
why you recognize that the upgrades are going to be required in the
future as well.

Ms. Gini Bethell: Yes.

Mr. Earl Dreeshen: Thank you.

Thirdly, in Treasury Board's plan, I'm wondering if there's
something to coordinate and provide direction to departments for a
coordinated approach to prioritization, so that the IT systems that are
most critical be done first and the interests and priorities of taxpayers
can be taken into account.

I wonder if you could explain how you go through that particular
process.

Ms. Michelle d'Auray: Thank you.

I would ask Madame Charette to speak to that.
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Ms. Corinne Charette: Well, that is going to be in fact a very
important exercise, and one we're going to have to address as a
community with great care. Once we have conducted our survey and
we have responses from every department individually on their
mission-critical systems and how they prioritize them and the
potential range of investments, when we aggregate that, we're going
to have to have a portfolio view of the entire government mission-
critical systems and all of these relative priorities. And we will
approach it in consultation with our stakeholders in support of their
specific missions. We will come up with a few alternatives, which of
course will be widely shared and discussed by deputy ministers and
so on until we can come up with a collective view of how priorities
might be addressed that we would put forward to the government for
decision purposes.

But it's going to involve individual analysis by departments, a
consolidation exercise by the CIOB and the Treasury Board,
consideration of prioritization mechanisms, and a few proposals to
finally find a list of priorities.

The Chair: Thank you very much, Mr. Dreeshen.

Before we adjourn, there are two matters that shouldn't take very
long that I just want to handle. The first item is the report of the
steering committee. That's been circulated. As you know, this
Thursday we do have the hearing on electronic health records. But I
want to point out that next Wednesday, June 9, we have a scheduled
tour of the Parliament Buildings. That's to prepare us for the hearing
that is scheduled for June 15, rehabilitating the Parliament Buildings.
Those minutes have been circulated.

One other issue is that the steering committee is recommending
that we write to the secretary of the Treasury Board to request a copy
of the instructions provided to deputy ministers and departmental
legal counsel regarding the Auditor General's right of access to
information. That issue apparently was resolved, and....

Madame d'Auray.
● (1105)

Ms. Michelle d'Auray: Mr. Chair, I have a copy with me.

The Chair: You have a copy with you!

Voices: Oh, oh!

The Chair: At any rate, since it is the agenda, we will vote on the
minutes and then it will probably be satisfied very quickly.

The minutes have been circulated. The chair would entertain a
motion for their approval.

So moved by Mr. Shipley.

All in favour?

(Motion agreed to [See Minutes of Proceedings])

The Chair: The last issue, and this is just for tabling, is that I
believe Madame Faille has a notice of motion she's going to table.
But that is for notice only. That won't be discussed or debated.

Do you want to speak to it for 30 seconds, Madame Faille?

[Translation]

Ms. Meili Faille: I just wanted to read the motion. I tabled it with
the clerk earlier, given that we are working on the computer systems.
The text of my motion is as follows:

That the House of Commons Committee on Public Accounts, in light of the
significant risks to IT in the coming years and the need to be proactive, as well
as the lack of feasibility studies on future IT projects, mandate the
Parliamentary Budget Officer to review the costs, expenditures and detailed
estimates of government spending in information technology and report back
by November 30, 2010.

I think that we could discuss this motion at the next meeting.

[English]

The Chair: Thank you very much, Madame Faille.

As I indicated, that notice is for notice only to start the 48-hour
clock. It's not to be debated or discussed at this meeting at this point
in time.

To conclude, I want to thank very much all the witnesses. We did
have a large number of witnesses and we went over the two hours,
but that was explainable.

I want to thank you for your tremendous work and for coming
here today. I want to wish you all the best in the future. IT is a very
important issue for the Government of Canada. It's extremely
important. We just want to thank you and wish you all the best.

We will certainly be following up each of the departments that had
recommendations, which I believe includes everyone except CRA,
and that did file an action plan. We will be following up on these
action plans very carefully.

What I am going to do, colleagues, is suspend for three minutes.
At the end of the suspension, we're going to call the meeting back to
order. It's going to be an informal session with our visiting members
of Parliament and our visiting auditor from the country of Mali.

I know that some of you might have other commitments, but for
those of you who are able to stay, I invite and urge you to stay.

This meeting is adjourned.
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